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Overview

Personal Backup is a program for saving personal data to any destination folder. This folder may be located on a
local fixed or removable drive, on a Windows network server or on an FTP server. The 32-bit version runs under
Windows 7, 8 and 10 (32- & 64-bit), Windows Vista, Windows XP, Windows Windows Server
2003/2008/2012, the 64-bit only under Windows 7, 8 and 10 (64-bit) and Windows Server
2008R2/2012/2016/2019.

The selection of the files to be backed up is made on a by-folder basis. All sub-folders are included automatically,
but the user can exclude or include any subdirectories from or in the backup by selection or by filter. Additional
criteria are selection by file type, file age and/or file name filter.

Within the destination folder, the original drives (C:, D:, etc.) appear as subdirectories named DrvC, DrvD, etc. The
original directory structure remains unchanged beneath these folders. Optionally all data can be compressed
and/or AES algorithm-encrypted.

You can create and save as a file as many backup tasks as you wish. Performing the backup can be done
manually or automatically using a time schedule. The program offers several options for this: on logon, on logoff
or at a fixed time of day on selected days of the week. Alternatively, it is easy to start a backup using Windows
Task Scheduler for individual schedules. The configuration can be made using the program internal wizard.

In addition it is possible to call a one-click backup of a directory with all its files and subdirectories using the
Windows Explorer context menu. The destination directory and the other settings (backup mode, compression,
encryption, etc.) will be taken from a selectable task (the default task).

By default during the backup the program checks whether the file to be saved is newer than one already backed
up. Only files with newer timestamps and, of course, files not yet have been backed up are saved. An alternate
criteria is the archive bit of the files.

In addition there are functions to verify and restore backed-up data and to delete selected files and directories.
The program offers full Unicode support for desktop and file copying. This overcomes the ANSI (ISO-8859)
filename limitations on copying files. Additionally, path-lengths may be longer than 260 characters.

Note: Personal Backup cannot be used to save and restore system files.

The functions in detail:

Control panel with summary of the user's backup tasks and associated time schedules
Wizard for the creation of new backup tasks

Unlimited number of configurable backup tasks

Backup of complete directory structures

Function to backup selected single files

Start backup on demand or run automatically using a time schedule

One-click backups of directories via the Windows Explorer context menu

Backup via FTP (optionally with proxy and FTPS (FTP over SSL))

Backup options:

@ Backup as separate files:
All files will be copied either unchanged (1:1) or with data compression (gzip or zip).

@ Files are backed up using the original directory structure and a drive identifier (default mode)
@ do. using the original directory structure, but without drive identifier

@ do. separated by root directory

@ do. into one folder without root directory

@ Backup as zip archive:
Optionally a maximum size can be specified for zip archives. In this case they will be split into separate
files of appropriate size.

@ One zip file (files > 4 GB supported)
@ do. per root directory
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@ do. per subdirectory without drive identifier
@ do. per subdirectory with drive identifier

User-definable list of file types not be compressed (e.g. for files that are themselves compressed, such
as pdf, jpg, docx, odt)

Integrated function to use Volume Shadow Copies (VSS) on backup

Placeholders for date, etc. in target directory name and zip filename

Many choices for files and directories:

@ Include or exclude selected subdirectories

@ Filter settings for filenames (optionally regular expressions), file attributes, file age and file size

@ Selection of file types: manually or using a filter mask, display for file types with sorting by name,
count or size

File preview to check filter settings

Optional encryption using AES (zip-compatible)

Adjustable time gap for timestamp comparison

Running of external programs or scripts before and after backup

Optional synchronization of backup directories with source directories (alternatively before or after
backup) using one of three modes

Optional creation of security copies: retain an adjustable number of previous versions of the backed-up
files with selectable maximum age

Optional copy and restore of alternate data streams and document summaries (both only NTFS) as
well as permissions (only NTFS and network)

Optional backup and restore of junctions (only NTFS)

Optional password protection when overwriting task file

Optional mail delivery after an action (e.g. backup) with status report and attached log (also TLS)
Optional log file of all actions (e.g. backup and restore) with printout

Optional log of FTP and SMTP communication to debug connection issues

Function for deleting old log files

Creation of desktop shortcuts to start selected backups easily, optionally with subsequent shutdown,
log off or hibernation

@ Up to 16 internal time controlled automatic backups:

Always on logon

Once per day on the first logon

Once on selectable days of the week at a specified time
Always on logoff (or shutdown) after a specified time of day
On first logon on selectable days of the week

On first logoff (or shutdown) on selectable days of the week
Several types of alternating backups

@ wizard for using Windows Task Scheduler for backups

@ Comprehensive command line options to automate actions e.g. using Windows Task Scheduler
@ Automatic check for updates on starting the program

@ Restore of backed-up data

using the internal function:
@ Restore of complete directory trees
@ backed up as single files
@ backed up as zip files (single or folder-separated)
@ backed up as single files using FTP connection

@ Option to select particular files by filter for filename and/or age
@ Option to select particular files manually in a dialog
@ Automatic decryption on restore

using the extra tool PbRestore:
@
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Restore single selected files (even when compressed and/or encrypted)
@ Restore complete directory trees backed up as single files
@ Restore files from an alternating schedule backed up as single files
@ Restore files from zip archives (even when encrypted)

@ verification of backed-up files
@ Deletion of files and/or directories:

@ Selection by filters and/or age
@ Synchronize backup directories

Additional tools in the program package

@ TbBackup: Backup of Thunderbird data

@ pbStarter: Run backups under a different account as protection against ransomware

@ pbPlaner: Create alternating backup schedules for execution with Windows Task Scheduler

@ ppRestore: Restore backed-up single files, directories and files from alternating schedules (even
compressed and/or encrypted files)

@ pPbMon: Perform real-time backups
@ pPhuUninstall: Uninstalls the program with optional deletion of associated user files
Languages

Many European languages are supported. Available in the current version are German, English, Dutch, and
Hungarian. When starting the program for the first time, the language setting is retrieved automatically from the
Windows system and selected if listed above. Otherwise English is used as language. The menu item Preferences

Languages lets you change this setting without any need for the program to be restarted. This setting is applied
to subsequent program starts.

J. Rathlev, 24222 Schwentinental, Germany, March 2020

pb-overview.html[09.10.2020 16:21:32]



Personal Backup - Installation

@ Personal Backup Version 6 IJ
© 2001 - 2020, Dr. J. Rathlev

Installation @)

Installing from Windows setup

Updating the program

Installing from zip file

Starting the program from a USB stick
Uninstalling the program

Where to find program settings and logs

Installation
Personal Backup is distributed as an executable Windows setup file:

32-bit version: pb-setup-6.x.yyzz.exe (X.yyzz represents the applicable version). You can install this version of the
program under both 32-bit and 64-bit systems. The directory can be selected by the user, but strongly
recommended is an installation to the system-dependent default location:

Windows XP: C:\Program Files\Personal Backup 6

Windows 7/8/10 (32-bit): C:\Program Files\Personal Backup 6

If you are using a 64-bit Windows system, consider the different directory:

Windows 7/8/10 (64-bit): C:\Program Files (x86)\Personal Backup 6
64-bit version: pb-setup-x64-6.x.yyzz.exe (X.yyzz represents the applicable version). This version can only be
installed under 64-bit systems. The directory can be selected by the user, but recommended is an installation to the
default location:

Windows 7/8/10 (64-bit): C:\Program Files\Personal Backup 6.

To install the program, administrator rights are required.

In addition to the program itself, the distribution file also contains all available language modules, the relevant help
files (*.chm), the libraries and certificates for secure FTP and mail transfer and some addons (PbRestore,
PbPlaner, PbStarter, PbMon und ThBackup).

Optionally, the installation can automatically create file associations for task files (extensions: buj for backups, rsj
for restore, cuj for cleanups and vfj for verifications), so that double-clicking one of these task files will start the
program (see here for backups).

Additionally you can configure the program to send log entries to Windows Event Viewer during automatic
backups. If selected, a restart of Windows is recommended because the event log will not be activated until then.
The function of the backup program itself does not require an immediate restart.

For program removal, use the Programs and Features facility in Windows Control Panel or the Uninstall Personal
Backup item via the Windows Start menu.

Notes for unattended installation:

Administrators who want to run an automatic unattended installation should use the following parameters in the
command line (refer to InnoSetup documentation):

@ Recommended default parameter: /SP- /verysilent /suppressmsgboxes /nocancel /norestart
@ Optional parameter: /log=<Protokoll-Datei>

@ No automatic start of Personal Backup: /norun

@ Run Personal Backup in backkground: /auto

Example: pb-setup-6.x.yyzz.exe /SP- /verysilent /suppressmsgboxes /nocancel /norestart /norun

Manual update

To update to a new version, just download and execute the current installation file. It will automatically replace all
old files in the Personal Backup installation directory with those of the new version.

Checking for updates
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Click Check for update in the Help menu of the program to establish a secure connection to the download server
and to check if an update is available. You can download and install it immediately.

Automatic updates

If this option is enabled (default), the program tries  FEE T EIR R AT ETS %

to establish a secure connection to the Personal

Backup download server biweekly to check if an There is an update available to
. . . Personal Backup Version 5.9.4.7

update is available. If so, the user will be asked

whether this is to be downloaded: Download update from Internet?

Yes [ | pelete previous downloads
The update to the new version will be Verify download
downloaded to a selectable location. After (No (O) Using MD5 @) Using SHA256
this, the user will be prompted to install the
update immediately. If so, Personal Backup Mo Later Yes
will be terminated and the installation of the
updates automatically started.

Later
No further action will be undertaken other than at the next check, the user will be prompted again as to
whether the update is to be installed.

No

No update to the given version will be made. The next update prompt will not occur until another, newer
update becomes available.

More options

@ Delete previous downloads: if this option is checked, older program versions will be automatically deleted
from the download folder.

@ verify download: You can select if either the MD5- or the SHA256 hash algorithm will be used to verify the
download. SHA256 is supposed to be the more secure method (see more).

Note: The automatic update option can be disabled in the preferences dialog (Program start ~ Automatic
program updates):

Startup

After installing the program you will find a corresponding entry in the Windows Start menu and, if so selected
during installation, a desktop icon.

If the autostart function with time schedule or backup on logoff was selected, you can launch the program by right-
clicking the icon in the Windows notification area and selecting Personal Backup.

Installing from the provided zip file

After downloading, unpack all files from the zip file into any directory. This may for instance also be located on a
USB stick (refer to). The program can be started immediately by double-clicking the file PersBackup.exe. Keep in
mind that no shortcuts on the desktop or in the Windows start menu will be created. This must be done manually
by the user. It is recommended for inexperienced users to use the setup described above instead.

For updating the program, download the current zip file and unpack all files from it to the same directory by
overwriting all older files. Due to the user account control since Windows 7 the rights of an administrator are
required.

Starting the program from a USB flash drive

It is possible to configure Personal Backup in such a way that it can be started from a USB stick or drive without
leaving traces on the host PC. Copy all files either from the zip file as described above or if the program has been
installed in the normal way from the program directory (e.g. C:\Program Files\Personal Backup 6 to a directory on
the USB drive (e.g. K:\PersBack). If you now were now to start the program PersBackup.exe from there, all
program settings, backup tasks and log files would be saved in several subdirectories of the logged on user (see
more). To avoid this, you should start the program using the command line option /portable. To do so, you can
use a batch file or a shortcut containing this line
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K:\PersBack\PersBackup.exe /portable
All program files now will be redirected to the directory on the USB stick from where the program was started.

For individual configurations you can use a batch file with some other command line options to start the program:
/ini:[Filename], /taskdir:[Directory]and /logdir:[Directory]. Use a text editor to create such a batch file (e.qg.
startpb.cmd) in the root directory of the USB drive (e.g. K:\) with the following lines. Please note that when
using placeholders the enclosing % signs must each be escaped by using a second %.

@echo off

echo Start Personal Backup from USB flash drive

start PersBack\PersBackup.exe /i:%%progpath%¥%\pb.ini /t:%%progpath%%\tasks
/1ogdir:%%progpath%%\logs"

After starting the program for the first time, configure and save your backup task. To use a backup target directory
on the USB drive itself, omit the the drive letter from the destination path (e.g. \Backup) or use the volume name
of the USB drive (see here). The latter will also work if the destination path is on another external drive. In doing
S0, you avoid problems arising from Windows assigning different drive letters.

Uninstalling the program Y Uninstall Personal Backup = O X

The best and easiest method of
uninstalling the program is to use the Uninstall Personal Backup and all associated utility programs
Windows Start Menu - Personal
Backup - Uninstall Personal Backup [ Delete all existing Personal Backup tasks
route. On doing this, you will be
offered the option of deleting also all [ ] Delete all Personal Backup settings and log files
user-created backup tasks, saved
program settings and log files prior
to uninstalling the program. Removal
of the program and the selected user
files is then initiated by clicking the Uninstall button.

As an alternative method you can use Uninstall via the Windows Control Panel, but this method offers no way
simultaneously to remove the user-created tasks and logs as described above.

f Uninstall x Cancel

Where to find the ini file (program settings) and the log files

All program settings including the configuration of automatic backup tasks are saved in an ini file (Persbackup.ini).
This is a text file and can be read with any text editor. Editing this file is, however, not recommended.

The ini file and the standard log file (Persbackup.log) are located in the user's application data directory (except on
starting from a USB stick - see above). You will find this at the following locations:

@ Wwindows Vista, 7,8 and 10: C:\Users\<Username>\AppData\Roaming\PersBackup6
@ windows XP: C:\Documents and Settings\<Username>\Application Data\PersBackup6

Note: By default this directory is hidden. To make it visible, change the Windows Explorer setting via Tools
Folder Options View Show hidden files and folders.
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First steps @

When starting the program for the first time after installation, it will check if the previous version Personal Backup
5 is already installed on the computer. If so, all settings and tasks from there will be transferred to Version 6 and
the Control panel of the program will open and present the user's backup tasks and associated time
schedules more information.

If Personal Backup has just been installed for the first time, the user will be prompted to create his/her first
backup task (see below).

A backup task contains information about what to be backed up and how and where the backed-up data shall be
stored. The task will be saved as a file using the extension buj and can be started manually at any time to perform
a data backup.

In addition, you can specify time schedules for automatic data backups. These settings are made separately
from the backup tasks so that it is possible to use more than one time schedule for the same backup, for example
at a specified time of day and on logoff.

Another option for starting backups automatically is to use Windows Task Schedules. The advantage of this
method is that backups can be started even without user login (e.g. on a server).

Creating a new backup task

You have the choice to do this using the wizard which will lead the less-experienced user through the basic
settings (see below) or to configure the backup manually more information.

Backup wizard >

Three things need to be specdified

Create and configure a new backup task: for backup:
For beginners: Where:
Destination directory to which
Use the wizard to create a new backup task Start wizard D data wil be backed up.
What:
For experienced users: Selection of the directories and
Configure the backup task manually Configure task 07 files to be badked up.
How:

Copy direct or compress to save
space. Encrypt data for increased
security.

X cancel

Backup wizard
You have the following choices for the backup destination: on a local drive or Windows network or on an FTP
server:

@ |f the destination is on a local hard disk, e.g. an external drive connected via USB, or if a network share is to
be used, the destination directory can be directly selected by clicking the large button. Later, the files to be
backed up will be copied to this location. Using a subdirectory (e.g. Backup) is recommended for security
reasons. Clicking the button with the drive icon will replace the drive letter of the destination directory by the
volume name. In addition, you can insert placeholders for the date and/or time of backup into the directory
name by clicking the leftmost button.
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Backup wizard

Destination directory:

Backup destination on

(®) Local drive or Windows network

l:::l FTP server

|G:‘|.Elads:|.||:|

@ Select destination directory

Select the location where you
want to save your files,

The destination directary should
not be located on the system
drive. Best practice is it to use a
second internal drive, an external
drive (e.q. USE) or a network
location,

Mext b x Cancel

@ |f a destination on an FTP server is to be used, the required settings for the FTP connection must be

entered into the dialog that opens after clicking the button.

Backup wizard

Backup destination on

(JLocal drive or Windows network

Destination on FTP server:

(@) FTP server

|Fn::ffraﬂ'1leu—seruer:2LfEladmp

Select the location where you
want to save your files,

To use such a backup destination,
an account on an FTP server is
required, Flease enter the
appropriate server, username,
password and security settings.

Mext Cancel
D X

Next, select the directories you wish to back up:

N All basic user directories (Documents, Application Data, Downloads, etc.) are already preselected and
@ can be added to the list simply by clicking the button.

Some applications (for example Starmoney) save their data in the directory Program Data. By clicking

dﬁ the button, the desired subdirectory can be selected and added to the list.

ﬁ By clicking this button, any other directory can be selected for backup.
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Backup wizard

Directories to be badked up:

E:\Jiirgen', Select user directories
E;ﬁi;fk \AppDatalRoaming Documents [] Downloads ﬁ
F:\Bilder Application Data [ saved Games
F:Wideo Music [] Favorites
Pictures [] Contacts @
Videaos [ Links
[] Desktop [] Searches

All directories to be backed up with this task
@ must be added to the list.

%ﬁ Remove Q Back Mext b x Cancel

Then select how the files are to be stored in the destination directory: as single files using a directory structure
true to original or as zip archives. On backing up to single files the user can select if files should be copied with or
without compression.

In addition you can specify if the files should be verified and/or encrypted during backup.

Backup wizard

Back up data o
Verify files after badwp
(®) As separate files () Into zip archive(s)
[ ]Encrypt files
Backup method File processing Best practice is to back up data in
5 te directories for dri C . separate directories to keep the
@I{ =para ;Ed} ries Tordrives @I{ Ompress T 3;:' aoriginal file structure and drive
recommende recommende infa., This will fadiitate a later
() Criginal full directory structure () Compress as gz restore,
() Separated by root directory

() Copy without compression
() one directory without full path

4 Back ‘E Mext b I| x Cancel

Backup wizard

Back up data =
Verify files after backup

(") As separate files (®) Into zip archive(s)

[ ]Encrypt flles
Backup method Best practice is to back up data in

Al files into io archi ) . separate directories to keep the

@ =5 Nka one zip archive Name of zip archive: original file structure and drive
() Separated by root directory Backup-1 | info. This wil fadiitate a later

restore,
() Separated by drive and subdirectory
i) Separated by subdirectory

Q Back ‘! Mext b I‘ x Cancel

Finally, you can specify whether you want to start the new backup automatically under a selection of conditions
(more ..).
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Backup wizard

Start this task automatically You can configure the new badkup

! R task such that it will start
MNa ] foll ti chedul
O ® using following time schedle automatically on the given
condition,
Time schedule
Start backup at Itis good practice to start a backup
| Daily at selected time e | 12:00 % on logoff (or shutdown) to save all

recently-changed data.

on these days of the week

Run on next logan if scheduled start
!
was missed | Mo, Tu,We,Th,Fr,5a,5u e |

4 Badk " Done X cancel

Click the Done button to store and complete the new task. The wizard will be closed. To start the new backup, just
click the Start button.
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Control panel

CRS

The control panel is a new feature introduced with Version 6 and will inform you about all your configured backup tasks and the
associated time schedules for automatic backups in a clearly-arranged form. In addition, you can edit time schedules, configure backups
using Windows Task Scheduler as well as call additional tools for restore and verification of backed-up data and to clean up backup

directories.

You can select the desired function by clicking the buttons on the tool panel on the left of the window. On the right, the associated details

will be displayed.

Backups

Time-controlled automatic backups

Backups using Windows Task Scheduler
Additional Tools: Restore, Verification, Delete files
Close program

Keep running in background

Double-click on buj files

Menus

@ program settings, view log files, etc.
@ uitilities

Backups

All user-configured backups are displayed as a list.

= Personal Backup - 32-bit (Version 6.1.1) - Control Panel (User name: <MName>)

Data backups [+]keep running in backaround =
§ My backup tasks Selected backup task:
Backups ==> Beispiele Beispiel N
§ Iﬁi;bg_ Falls vorhanden, erscheint hier gine
0,‘_‘ New o Test Beschreibung des Auftrags
L] test-mail.buj
test-ext. buj et\PersBackup\Beispiel. buj
Time schedules - test-1.buj Destination: Log: Lon
i test-2,buj ; =
) ° test-3.buj |G:‘|,test‘|,BEi5|:uiel
Feall |8 pen _7in- ;
[ | test-zip-500.buj Method: Separate files - Separate directories for drives
e
Task Scheduler Time schedules: Last backed up: 15.12,2019 15:57:05
1: At 12:30 on Mo, Di,Mi Do, Fr (5 _3
@ 2: On logoff not before 08:00 (&) f
Tools +
= | A
Gz &l
T &
o, = A=
@ @ Al =8
Standby - | Task Scheduler Shortout View log Start backup

The list My backup tasks shows all tasks created by the user. Using the buttons New and Open (to the left) you can add a new backup
task or an already-saved task to the list. Clicking on a list entry will show the associated details on the right:

@ Name of task (highlighted in red)

@ To the right small icons are signaling if the files will be
N compressed, B encrypted or (= compressed and encrypted on backup and if
& security copies will be created, # external programs are to be run before or after the backup and if =] an e-mail will be sent

after backup.

The icon & displays that the task is registered in Windows Task Scheduler.

Description of task (optional): Double-clicking the text field will open a dialog to edit the description

more information.

Task file with full path
Setting for the backup log
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@ Destination directory of backups

@ |nformation about the selected backup method

@ |nformation about the associated time schedules (if available)
Placing the mouse cursor over the destination directory field will show a list of all directories to be backed up when running the
selected task. Clicking the log mode indicator will open a dialog for changing the backup log settings.

Edit list of backup tasks
Create new task: Clicking the New button will start the wizard for creating a new backup task. This will be inserted as a new
entry at the beginning of the list.

Add tasks to list: Clicking the Open button will provide access to one or several backup tasks already saved as buj files to
the list.

Edit task: To edit the properties of the selected backup task, click the button at the top right. A dialog will open where you can,
for example, add other directories for backup or modify the file selection or any other setting.

9 Remove all entries from list: Clicking the button will delete all entries from the list. In so doing, only the list entries but not the
task files themselves will be deleted. At any time, you can add a saved task file back to the list again by clicking the Open button.

Remove selected entries from list: Clicking the button will delete the selected entries from the list. In so doing, only the list

= | entries but not the task files themselves will be deleted. At any time, you can add a saved task file back to the list again by
clicking the Open button.
A T Change order: Clicking one of these buttons will move the selected entry or entries (even several) one position up or

down. In this way, it is possible to arrange the tasks according to their properties (such as the destination directory).

=_ Insert comments: To improve visibility, you can insert comment lines into the list. In so doing, the arrangements described
—= | above can for example be provided with headers.

ail Sort alphabetically: Clicking this button will sort the whole list alphabetically. Please note that the arrangements described
above will be lost.

Time schedules

.= On the right of the list showing the time schedules associated with the selected task you will find two buttons to configure
these. Clicking the upper button will show the details of the selected schedule (here: 2: On logoff ...) for editing, whereas
clicking the lower button will add a new additional schedule associated with the selected task more information.

Other functions

= | Task scheduler: The selected backup task will be added to Windows Task Scheduler to be performed automatically
J"J I'| according to the specified time schedule. If this task is already registered. the time schedule can be edited more
—linformation.

double-clicking thereon these backups will be started automatically one after another. In addition, you can specify a
subsequent action like shutting down the system  more information.

ﬁ Shortcut: A shortcut on the computer desktop for the currently-selected backup tasks (even several) will be created. By single

View log: A viewer window will open to show the log file belonging to the currently-selected backup task. You can inspect the
log and print it if required.

Start backup: Depending on how many backup task are selected in the list, the further procedure is different:

@ One selected task: The selected backup will be started instantly. The Control Panel remains locked until the backup has
finished. During backup the user can select an action (e.g. shutdown) to be performed after backup (see here).

@ Several selected tasks: All selected backups tasks will be started in background. The Control Panel remains operable so
that more backups can be initiated simultaneously, but it is not possible to select a subsequent action (e.g. shutdown).

Additional functions (Tools)

This item brings together the functions for restore, verification and cleanup of files which can optionally also be saved as task files. When
selecting a particular function, a list of the associated tasks that were created and saved by the user is shown. In addition, similar to the
backup tasks (see above), the details of the selected task are displayed on the right.

@ Restore files

@ verify files
@ Delete files
]
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Show log file

Restore files

A summary of all user-configured restore tasks is displayed.

= Personal Backup - 32-bit (Version 6.1.1) - Control Panel (User name: <Name>)

Restore files Keep running in baduground =
5 My restore tasks Selected restore task:
Backups ? Alle von usa.rsi [test-1 |
R Restore test-2.rs] ei\PersBackupltest-1.rsj
=
it B Edit
Time schedules
@ Restore separated files fram:
T ) : . .
EB exify |G.‘|,Test‘|,1‘l.|.mE1l.Butesﬂ.BuTest 2\ |
\\\:\‘___:{;’u =
o
Task Scheduler | Testia |
F:iTest
All files
: overwrite all files
Tools Clean up
iBy=
~ A
\ P B ?
Al @ ‘T
Standby View log = Task Scheduler Shortcut Start restore

Using the buttons New and Open (to the left of My restore tasks) you can add a new restore task or an already-saved task to the list.
Clicking on a list entry will show the associated details on the right:

@ Name of restore task

@ Task file with full path

@ Directory to which the data was backed-up
@ Directory to which the data is to be restored
@ |nformation about file selection

Using the buttons below to the left, you can change the order of the entries and delete selected or all entries from the list. In so doing,
only the list entries but not the task files will be deleted. At any time, you can add a saved task file to the list again by clicking the Open
button.

To edit the selected restore task, click the button at the top right. A dialog will open where you can change the settings for this task.
Notes on creating a new restore: When clicking the New button, the important settings for the restore, such as backup directory,
settings for compression and encryption and the backup method, will be predefined as specified in the currently selected backup task.

The user need only specify where to restore (to the original or to any other directory), if all files or only those of a specified age are
concerned and if files already existing shall be overwritten. You will find more information in the detailed description.

Below you will find buttons for the following functions:
@ Task scheduler: The selected restore task will be added to Windows Task Scheduler to be started automatically according to the
specified time schedule more information.
@ Shortcut: A shortcut will be created on the computer desktop for the currently-selected restore tasks more information.
@ Start restore: The selected restore will be started instantly.

Verify backed-up files

A summary of all user-configured verify tasks is displayed.
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¥ Personal Backup - 32-bit (Version 6.1.1) - Control Panel (User name: <MName>)

Verify files Keep running in background =
ﬁ My verify tasks Selected verify task:
Backups ? |test-1 |
test-2.vfj
g Restore test-3.vfj e:\PersBackupltest-1.vfj
I‘ test-ftpr.vfj
=y B Edit
Time schedules
@ Verify separated files from:
AT )
it A=) Verify |G:\Test\1 |
o
T sk\S‘; ; I Compare to:
a eduler
|Orginal source |
All files
| matching to ™%, txt"
Tools Clean up
iBy= 32
-, AT
) o, A=)
Al B = >
Standby View log = | | Task Scheduler Shortcut Start verify

Using the buttons New and Open (to the left of My verify tasks) you can add a new verify task or an already-saved task to the list.
Clicking on a list entry will show the associated details on the right:

@ Name of verify task

@ Task file with full path

@ Backup directory selected for verification

@ Directory to be used for comparison

@ |nformation about file selection

Using the buttons below to the left, you can change the order of the entries and delete selected or all entries from the list. In so doing,
only the list entries but not the task files will be deleted. At any time, you can add a saved task file to the list again by clicking the Open
button.

To edit the selected verify task, click the button at the top right. A dialog will open where you can change the settings for this task.

Notes on creating a new verification: When clicking the New button, the important settings for the verification, such as backup
directory and the backup method, will be predefined as specified in the currently selected backup task. The user need only specify how
to verify (comparison with the original or any other selected directory) and if all files or only those of a specified age are concerned. You
will find more information in the detailed description.

Below you will find buttons for the following functions:

@ Task scheduler: The selected verify task will be added to Windows Task Scheduler to be started automatically according to the
specified time schedule more information.

@ Shortcut: A shortcut will be created on the computer desktop for the currently-selected verify tasks  more information.

@ Start verify: The selected verification will be started instantly.

Delete files
A summary of all user-configured cleanup tasks is displayed.
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== Personal Backup - 32-bit (Version 6.1.1) - Control Panel (User name: <Name>)

Delete files keep running in background =
ﬁ My cleanup tasks Selected cleanup task:
Badups & == |
testroot. cuj -
Y, Restore test-ftp.cuj e:\PersBackupitest-1.cuj
ol B Edit
Time schedules
£ ——
T - Cleanup directary:
IF A= Verify .
W |G.‘|,Test‘|,12‘|,
Task Scheduler all files
Tools Clean up
iBy= 32
~ Al |Ba B = o
t{\.}'=-3’/ﬂ m
Standby View log = Task Scheduler Shortcut Start deanup

Using the buttons New and Open (to the left of My cleanup tasks) you can add a new cleanup task or an already-saved task to the
list. Clicking on a list entry will show the associated details on the right:

@ Name of cleanup task

@ Task file with full path

@ Directory selected to be cleaned up

@ |nformation about file selection
Using the buttons below to the left, you can change the order of the entries and delete selected or all entries from the list. In so doing,
only the list entries but not the task files will be deleted. At any time, you can add a saved task file to the list again by clicking the Open
button.
To edit the selected cleanup task, click the button at the top right. A dialog will open where you can change the settings for this task.
Notes on creating a new cleanup task: When clicking the New button, the important settings for the cleanup, such as backup directory,
will be predefined as specified in the currently selected backup task. The user need only specify whether he wants to delete files as
result of a synchronization with the original or any other directory or if he wants to delete all files matching to special filter conditions, such
as text patterns and/or age. You will find more information in the detailed description.
Below you will find buttons for the following functions:

@ Task scheduler: The selected cleanup task will be added to Windows Task Scheduler to be started automatically according to
the specified time schedule more information.

@ Shortcut: A shortcut will be created on the computer desktop for the currently-selected cleanup tasks more information.

@ Start cleanup: The selected cleanup will be started instantly.

View log

A viewer window will open to show the default log file. Clicking the appropriate button will print out or delete the log file. Additionally,
you can search for the beginning of a backup section (blue arrows), backup errors (red arrows) or any other text. To copy the whole text
to the clipboard, no text selection is required. For part of the text, select a section and type Ctrl+C or Ctrl+Ins on your keyboard.

When you exit the program, all preferences including your selections for automatic backup will be saved.

)
Move program to background

If at least one of the options for Automatic backups on logoff or at time of day is selected and/or Show icon in notification area is
checked, the program will remain running in the background and an icon will appear in the Windows notification area (see below).

Close program

Keep running in background
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If at least one of the automatic 16 tasks is activated as time controlled or at logoff, this box will be checked by the program and the

Personal Backup will not be terminated when closing the main window, but will continue running in the background. An @’ icon will then
be displayed in the Windows natification area (usually at the bottom right-hand corner of the screen). Under Windows 7 and newer this
icon may initially be hidden, in which case click the arrow adjacent to the notification area to view all hidden icons. To show the icon
permanently (recommended), click on the icon and drag it from the hidden list to the notification area.

Furthermore, the program adds a shortcut to the startup folder of the Windows start menu to be started automatically on next user
logon if at least one automatic task (time-triggered or on logon/logoff) is active. If the user is logged on as administrator and at least one
automatic task is using a Volume Shadow Copy, in addition the Run as administrator flag of this link will be set.

Left-clicking the icon in the notification area will show a list of all pending automatic backups, right-clicking it will call a context menu
from which one of several actions can be initiated (e.g. backup, logoff).

Clicking this checkbox will change the program behavior:

@ Checked: The program remains running in the background after closing the main window even if no time schedule is configured. A
backup can be started manually using the right-click context menu of the '@’ icon.

@ Unchecked: All automatic tasks will be temporarily disabled. If the main window is closed, the program will be terminated. You
must restart the program manually to reactivate the configured automatic tasks.

Start dialog

After double-clicking a saved task file, this dialog will ask whether you wish to edit the task or start the task immediately:

Personal Backup - 32 bit (Version 5.9.0) X

Backup task:
E:\Jiirgen | PersBackup\sample.buj

|\‘our task description, if any, appears here |

¢ [
Cancel Edit task Start backup
Menus
= Program settings, view log files, etc. @
Delete tasks ... - Select and delete a saved backup, restore, verify or cleanup task file
Logs
Selected task
Show log ... - Display and optionally print the log file of the currently selected backup task
Delete log ... - Delete the log file of the currently selected backup task
Show other log ... - Select and display any log file
Delete old log files ... - Delete all log files from the current log directory older than an adjustable fixed date or older than a
selectable number of days, weeks, months or years relative to the current date.
FTP communication log (see here)
View ... - Display the FTP communication log file
Delete ... - Delete the FTP communication log file
Mail delivery log (see here)
View ... - Display the mail delivery log file
Delete ... - Delete the mail delivery log file
Preferences

View ... - View settings

Start program ... - Settings for program start

Shutdown ... - Settings for backups on shutdown

Copy options ... - Basic settings for copying files

Security copies ... - Presets for security copies

Log file ... - Log settings

Printer ... - Settings for printing the log

Directories ... - Selection of the directories used by the program
Other ... - Other settings

Language - Selection of the user language
Default - Use the system default language
English
German
Dutch
French
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Hungarian

Italian

Polish

Portuguese

Russian

Spanish

Help

Overview - Brief summary (F1)

Context-sensitive help - depending on the selected function (F2)
Data backup - Configuration of a backup task
Backup time schedules
Windows Scheduled Tasks
Restore files
Verify files
Cleanup directories

License - User license

Version - Version info

Changelog - Information on version history

References - Information on components used from other authors

Check for update ... - A connection to the Internet will be established to check if a new update is available (details).

Homepage - Homepage of Personal Backup
Download - leads directly to the download page of Personal Backup

Utilities
Configure backup schedules - Launch the supplementary program PbPlaner, to
configure alternating backup schedules using Windows Task Scheduler.
External Restore program
Restore files - Launch the supplementary program PbRestore to select single
files from backup (even when compressed and encrypted) for restore to
any location.
Restore from zip archive - Launch the supplementary program PbRestore to
restore files from a zip archive in which also archives with encrypted
filenames are supported.

Utilities

Configure backup schedules

External Restore program »
Start Backup under different account
Thunderbird mail backup

Real time backup monitoring

Text-Editor

Start Backup under different account - Launch the supplementary program PbStarter to configure backups so that they will be started
under a different user account. This is good way to protect the backups from manipulation by malware.
Thunderbird mail backup - Launch the supplementary program ThBackup to help less-experienced Thunderbird users to backup and

restore their mail data.

Real-time backup of data - Launch the supplementary program PbMon to start backups of selected directories automatically in

background after changes are recognized.
User defined utilities

J. Rathlev, 24222 Schwentinental, Germany, September 2020
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Personal Backup - Preferences

Personal Backup Version 6
© 2001 - 2020, Dr. J. Rathlev

Program preferences @ O

All global settings for the program are saved in an ini file (see here). With one exception (see here), no settings
are stored in the Windows registry. To change a setting, click the desired sub-item of Preferences in the Control

Panel menu:
@ Display @ program start '@ Shutdown
@ copy @ Security copies @ Log
@ Pprinter @ Directories @ Other

@ User defined utilities

The associated dialog described below will open. Click the OK button to apply changes.

View settings

Program preferences

View settings
Program start
ghutd awn Backup window
opy . i
Security copies ] Default position ] Default size
Log
Feat
Printer res
Directories Show tooltips Show Windows notifications
Other
Total progress
() from file count (®) from file size
Status window
[] show always on top Close on automatic backups after:
[a]
[ 1Play sound IZI seconds
Colors for comments in backup task list
=== Comment line A
Personal Backup - 32-hit (Version 6.1.8) J oK x Cancel

Backup window
Default position - Position the window into the upper left corner of the screen
Default size - Change the size of the window to the default values

Features
Show tool-tips - Show or hide the additional tool-tips when moving the mouse over the program desktop

Show Windows notifications - Enable the display of notifications in the Windows Action Center

Total progress
During backup, a status window is displayed on the screen indicating total progress in form of a bar. Progress

can be calculated in two different ways:
from file count - The total progress bar shows the number of files copied
from file sizes - The total progress bar shows the volume copied

Status window
Show always on top
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You can select whether the progress bars and the status window at the end of a backup shall be displayed
on top of all other windows on screen or not.

Close on automatic backups after:
After an automatic backup, the status window is displayed for a short time. The period until this window
automatically closes can be set here.

Play sound
The end of a backup is signaled to the user by playing a sound. There are different sounds for a successful
backup and for errors and warnings. Optionally these signals can be disabled, which also affects the sounds
played when the program icon is added to the Windows notification area, for example after an automatic
start of the program.

Colors for comments in backup task list
To improve the clarity of the list of your backup tasks, you can insert comments. The colors used for
highlighting these lines can be selected by the user:
Background color - Clicking the left button will open a dialog to select the background color of the
comment.
Font color - Clicking the right button will open a dialog to select the font color of the comment.

Settings for program start

Program preferences >

View Settings for program start

gg:;d own Hormal start Automatic backups

Security copies [ without splash screen Motification of failed backup on last logoff
ll;ii%ter' Scan directories Delay after start:

Directories = seconds

Other

Automatic program updates
Chedk for updates

[ ] Use proxy for updates

Server name: Paort:
| L =0
User name: Password:
| | | ¢
Personal Backup - 32-bit (Version 6.0.5) f QK x Cancel

Normal start
Without splash screen - Enable or disable the splash screen showing the program version (see command
line option /hide)
Scan directories - When selected, causes the directories of the backup task to be scanned on each
program start

Automatic backups
Notification of failed backup on last logoff - If this option is selected and an automatic backup on logoff
or shutdown failed, you will be notified of this issue on next starting the program. Check the log for further
information as to the reason for the failure.
Delay after start - The period the program waits on automatic start (see automatic backup) can be
adjusted between 5 s and 5 min (default = 10 s). If there is an automatic backup to be performed on logon,
this will start after the chosen delay. The same delay will be applied after resuming from suspend state.

Automatic program updates
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Check for updates
On starting the program a connection to the Internet will be established every 7 days to check whether a
program update is available (default: enabled).

Use proxy for updates
A proxy server can be configured for program updates. If this is required, you must specify server name,
port, user name and password.

Settings for shutdown

Program preferences

View Settings for backups on shutdown
F’rnEram start
Default action after backup
Copy .
Security copies (®) Power off () Restart () Allow hybrid sleep
Log
Printer Delay after backup on logoff/shutdown
Directories =]
Other IZI seconds
Securiby

[ ] Lodk computer during backups on logoff/shutdown

Personal Backup - 32-bit (Version 6.0.5) ¢ QK x Cancel

Default action after backup

Because it is not possible for the program to recognize the action selected by the user via Windows Start menu
(Shutdown or Restart) that will interrupt the shutdown process (in this case for the backup), you can specify the
action to be performed after an automatic backup here.

Power off - After backup, the computer will be switched off (default).

Restart - After backup, the computer will be restarted.

Allow hybrid sleep - After backup, the computer will not be switched off, but goes into a mode which
combines hibernation and sleep. This will result in a faster boot sequence on restart (available since
Windows Vista).

Delay after backup on logoff/shutdown
Specify the time the program waits after automatic backups before continuing with logoff or shutdown.

Security
Lock computer during backups on logoff/shutdown - To preclude access by unauthorized persons

during backups started on shutdown or logoff, the computer will be locked.

Copy settings
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Program preferences >

View Copy settings
Program start
Default setting for new tasks
op) R .
Security copies () Mo compression @Enmpressasmp () Compress as gz
Log
: File not to be compressed
Frinter types P
Directories 7z gif mp3  ofp xlsx
Other ace gz mp4 ots zip
arc gze mpg ott Zipx
arj ipeg odg pdf
bz2 ina odp prig
cab lha ods pptx
docx Izh odt rar
I Add i Change I Remove =* Default
Size of copy buffers:
Windows: FTP transfer:
S sme B me
Personal Backup - 32-bit (Version 6.0.5) ¢ QK x Cancel

Default setting for new tasks
The user can select which compression setting should be used as default for a new created task backing up
into single files:

No compression - All files will be copied 1:1 without any compression.

Compress as zip - An individual zip file will be created at the destination location for each file to be backed
up. During this, all file types listed below will not be compressed within the zip file, but all others will be
compressed.

Compress as gz - All file types listed below will just be copied 1:1, but all others will be compressed in gz
format.

File types not be compressed

File types are characterized in Windows by a filename extension that indicating the file format, e.g. docx being

a Word document. File types that are already compressed, such as those with .zip extension or the OpenOffice
.odt extension, should not be compressed again but instead just copied. This list can be edited by the user and
will be used automatically for each new task, but existing tasks must be adjusted manually.

Add - The user can add to the list a file type not to be compressed.

Change - The user can select a file type in the list and change it.

Remove - The user can select a file type to remove it from the list.

Default - This will set the list to its default values, thereby excluding the following types from compression:
7z,ace,arc,arj,bz2,cab,docx,qgif,gz,gze,jpeg,jpg,lha,lzh,mp3,mp4,mpg,
odg,odp,ods,odt,otp,ots,ott,pdf,png,pptx,rar,xlsx,zip,zipx
If this list of default file types changes with a new version of the program, any types not present in the
user list will be (re)inserted automatically.

Size of copy buffers
The program uses an internal buffer when copying or compressing files. The size of this buffer is adjustable
in multiples of 1 KiB (= 1024 Byte). The default values for new tasks are 4096 kB for Windows operations
and 256 KiB for FTP transfers. Depending on the backup destination, you can change these values for each
backup task individually to optimize the copy speed. The default values are a good compromise.

Settings for security copies

pb-prefs.html[09.10.2020 16:21:37]


file:///E|/Delphi-10/Projekte/Backup60/Dokumentation/en/pb-vers5.html#gzip
file:///E|/Delphi-10/Projekte/Backup60/Dokumentation/en/pb-vers5.html#gzip

Personal Backup - Preferences

Default filename suffix:

In the Program preferences
View Settings for security copies
Program start
ghutd awn Security copies during backups
op !
Default directory prefix:
Log |” | |bak
Printer
Directories Security copies during synchronization
Other Default directary prefix:

Default filename suffix:

|_ | |5'3|I'I'IIZ

Personal Backup - 32-bit (Version 6.0.5)

¥ CK

X cancel

options of a backup task you can determine that during backup older file versions will not be overwritten and

during synchronization files no longer existing at the source will not be deleted. Instead, they will be renamed or

moved to special subdirectories using adjustable identifiers. The presettings of these identifiers valid for all new

backup tasks can be adjusted by the user to suit individual requirements.

Security copies during backup

Default directory prefix: - Prefix for the subdirectory to which older file versions will be optionally moved

during backup (default: ~).

Default filename suffix: - Suffix for the filenames to which older file versions will be optionally renamed

during backup (default: bak).

Security copies during synchronization

Default directory prefix: - Prefix for the subdirectory to which older file versions will be optionally moved

during synchronization (default: ).

Default filename suffix: - Suffix for the filenames to which older file versions will be optionally renamed

during synchronization (default: sync).

Log settings
The
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Program preferences >

View Log settings
Program start
gh utdown Mode Options
opy s i
Security conies () Off Show warnings in short log
&_ O short [ ] Print automatically after backup
Printer {®)Long
g|t rhe ctories () Verbose Enable logging
&r During restore
Prefix for mail attachments During deanup
During verification
Maximum file size Unit prefixes for file sizes
=1 1000 ki (O Decimal (kB, MB)
(®) Binary {Kig, MiB)
Delete log files older than
~ {® On demand
th
z EI manth(s) =’ () Automatically on startup
Personal Backup - 32-bit (Version 6.0.5) v’ oK x Cancel

following settings are the default values for the logs of all newly-created tasks (Backup, Restore, Verification and
Cleanup). If desired, you can this adjust individually for each task.

Mode

This will define the contents of the log file. If everything goes well, a short or long log is adequate. To permit an
analysis of errors you can switch to the verbose mode that will give more detailed error messages.

Short:
Date and time of backup
Destination directories
Error notifications (optionally with warnings)
Backup status with the number of files copied, deleted and checked
Long:
As for Short including warnings
List of all files copied on backup and all files deleted on synchronization
Additional information for copied files: A succeeding A indicates that the attribute of the source file was reset
(e.g. during incremental backups), a succeeding U indicates that an older file version was overwritten at the
destination.
Verbose:
As for Long, but with much additional information, such as timestamps, attributes, skipped files (useful only
for debugging purposes) and system error messages

Options

Show warnings in short log
Warnings are generated when the backup copy succeeded but changing the attributes and/or timestamp
failed at destination. In contrast to the long log, these will usually not be shown in the short log. If you wish
to have these warnings also in the short log, select this option.

Print automatically after backup
If this option is selected, an automatic printout of the log file will be made to the selected printer after each
backup.

Enable logging

During restore
If this option is selected, the log settings as defined above will be used as default when opening the
Restore dialog. For saved Restore tasks the log settings can be adjusted individually.

pb-prefs.html[09.10.2020 16:21:37]



Personal Backup - Preferences

During cleanup
If this option is selected, the log settings as defined above will be used as default when opening the
Cleanup dialog. For saved Cleanup tasks the log settings can be adjusted individually.

During verification
If this option is selected, the log settings as defined above will be used as default when opening the Verify
dialog. For saved Verify tasks the log settings can be adjusted individually.

Prefix for mail attachments

If a mail is sent following a backup, restore, cleanup or verification action, the log created can also be sent as
an attachment. The name of the attached file is assembled from a prefix (default: PB) and the date and time the
action was started. The user can change the prefix for better recognition of mails from different sources.

Maximum file size

As new logs are added to existing entries, the log files will grow ever larger. The size of these files can be
limited under Log settings (see screenshot). This setting will define a maximum size for a log file. On exceeding
this size, the program will rename the current log incorporating the current date (PersBackup yyyy-mm-dd.log).
Subsequently logs will be placed into a new, initially empty, log file.

Unit prefixes for file sizes

The recommendations of IEEE 1541 differentiates between binary and decimal prefixes (e.g. 1 kB, 2 KiB, 2.5
MiB, 1.8 GB). You can select which prefix is to used for indication of file sizes in the log file (and anywhere else
in the program).

Examples: 1 kB = 1000 bytes, 1KiB = 1024 bytes, 16 MB = 16 000 000 bytes, 16 MiB = 16*1024*1024 bytes =
16 777 216 bytes.

Delete old log files

As the number of log files grows over time, you can specify an age after which log files should be deleted. The
age is entered as a time span of days, weeks, months or years relative to the current date. The deletion of older
log files can be done manually or automatically on each program start.

Printer settings

Program preferences X

View Printer settings
Frogram start
Shutdown

Printer
Copy
Security copies Samsung CLP-320 Series (USBO0Z) o
Lo
T o
Directories |Cnurier Hew - lipt A
Other

Orientation

(®) Portrait i) Landscape

Page margins

Top: cm Left: om
Bottom: cm Right: cm

Personal Backup - 32-bit (Version 6.0.5) s/ 0K x Cancel

Settings for a printer are only needed if log files are to be printed.

Printer
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After clicking the arrow on the right in the drop-down box you can select the printer to be used for printing
the log.

Font
After clicking the button on the right you can select font name, size and style.

Orientation
Select the orientation of printout: portrait or landscape.

Page margins
Adjust the margins of the printout.

Directories

Program preferences

View Di tori
Program start
ghutd own Task directory
opy ®
; - Default
Security copies £ e——— =
Log (O selected
Printer _
Directory for log files
Other (®) Default .
Oselected = Z==r5h \AppData\Roaming\PersBackupsl, | | P
Temporary directory
(") Default Fg_
E: T b 3
(@) selected \rempiPbl |
Ini directory
@ Default .
() selected C: Wsers\ g . \AppDataRoaming \PersBackupa’, 'Fg;;

Mote: a user selected ini directory will be stored in the Windows registry

Personal Backup - 32-bit (Version 6.0.5) ¢ QK x Cancel

Task directory
This is the directory where the tasks for backups, restores, verifications and cleanups are to be stored.
Default - The directory forced by the program
Selected - Any user-selected directory
Directory for log files
This is the directory where all log files created by the program are to be stored.
Default - The directory forced by the program
Selected - Any user-selected directory
Temporary directory

This is the directory used by the program for temporary storage of files during backup and other actions.
Usually all these files will be deleted by the program automatically after use.

Default - The temporary directory forced by Windows
Selected - Any user-selected directory

Ini directory

This is the location of the file PersBackup.ini where all the basic settings of the program and time schedules
of the automatic tasks are stored.

Default - The directory forced by the program
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Selected - Any user-selected directory
If this option is selected, an entry will be created in the Windows Registry pointing to this directory. On
resetting to the default directory this Registry entry will be deleted automatically.

Other settings

Program preferences *

View Other settings
Program start
ghutd awn Default backup task
opy
Security copies [Not specified | &
Log .
Printer [ ]Insert entry in folder context menu
Directories User interface Other logs
IJse wizard for new tasks [ cCreate SMTP log
[ ]create ¥s5 log
Mininum password length for
encryption
=] Drive identifier
S
Maximum retry time to repeat failed file IUse ? as placeholder for drive
operations letter
=
S
Personal Backup - 32-bit (Version 6.0.5) J oK x Cancel

Default backup task

The settings of this task will be used if a one-click backup is started from the context menu of a directory
(see more). After opening the context menu by right-clicking a folder (e.g. in Windows Explorer), select the
option Backup this folder using Personal Backup .. to start Personal Backup and to back up all files from
this directory and its subdirectories into the destination directory specified in the default backup task. All
other settings (backup mode, compression, encryption, etc.) will also be taken from this task. The
selection criteria for subdirectories, files and file types are taken from the first directory to be saved.

Use selected
Select the backup task by clicking the button on the right.

Entry in folder context menu
This option will insert or remove an entry in the folder context menu of the current user. If this option is
selected, the user can call a one-click backup of a directory (see above).
This feature is only available if the option to insert such an entry for all users was not selected during
installation of the program .

User interface
Use wizard for new tasks - If this option is enabled, the wizard will always be started to create a new
backup task. Experienced users can disable this option so that they can always freely configure the new
task at will.

Other logs
Create SMTP log
During mail delivery, the communication log is written to the file PbSmtp.log in the log directory (see
above).
Create VSS log
During creation of a volume shadow copy, a log is written to the file PbVss.log in the log directory (see
above).

Minimum password length for encryption
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Specify the minimum length of passwords for encrypted backups.

Maximum retry time to repeat file failed operations
The user can adjust the time for which the program will try to repeat a failed file operation, like renaming or
setting the timestamp.

Drive identifier
The user can specify the name of the subdirectory the program will use to substitute a source drive in the
destination directory on backup (see here). The default setting for this identifier is Drv? where the question
mark will be replaced by the program with the current drive letter during backup. The user can specify any
other name as identifier, e.g. Drive?, but it is important that the ? remains as part of the identifier!

User defined utilities

There is a separate menu in the Control Panel for starting the utility programs that are part of the Personal
Backup package directly. The user can add any other program to this menu by clicking the option in the
preferences menu. A dialog will open for selecting the desired application (exe file) and for entering an appropriate
description which will be shown in the utilities menu later on. In addition you can rearrange the entries.

J. Rathlev, 24222 Schwentinental, Germany, September 2020
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Personal Backup Version 6
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Editing a backup task

@ Editing the backup destination

@ Using removable drives
@ Destination on an FTP server
@ Using placeholders

@ Selection of files and directories to be backed up

@ Add directories

@ Add single files

@ Display list of directories to be backed up
@ Pplaceholders for source directories

@ Backing up data from removable volumes

Removing a directory from the task
Preview

Extended selections

Backup settings

More options

Status and error display

Opening and saving a backup task
Menu and context menus

XS

Dialog window

= Personal Backup - 32-bit (Version 6.0.1) - Configure backup task

Select directory to be backed up

|E:'\Buhest‘l.BuTest—1

&Y Addtotask g

WO W W W W W NN W W W W W W W W W W W W W W

W Butest

BuliTest
Bul10Test
Bu050Test
Bul00Dateien
Bul00Test
Bu250Test
BuS000Dateien
But0000Dateien
BuTest-1
BuTest-2
BuTest-3
BuTest-4
BuTest-5
BuTest-o
BuTest-500
BuTest-bak
BuTest-del
BuTest-Filter
BuTest-Fip
BuTestFipl
BuTestFip2
BuTestFip3
BuTest-Fin4

| [2]
=)
&=

™~

Backup task: beispiel =
§ 25329 files totaling 2,97 GB  Lastbacked up: 20.01.2017 15:3%:56
Start backup
New Destination: (@) Local or network () FTP server
gy |EEE= Jslak
> Directories to be backed up  Task settings  Other options Log: Long
Open E:\Butest\BuTest-1 (all)
C:WsersiPublic {all)
o — [] €:'\Users\Default\appData [-2] {all)
] [ E:\pelphi7iBin (only A=) [E]
Save
[] E:\Daten (all)
2
Save as
= || LY “ v “ Remave ‘
Subdirectories  Files Types ‘ zl %b
s
i1 (® All except tagged () Tagoed only i 264 files totaling 30,4 MB
Time schedule 3] E:\Butest\BuTest-1 | Directory filters
) s CA] Test backups™
; \‘.le » {L3A[] #Ordner 1 bak-772
L » -] #0rdner 2 temp*
Task Scheduler » =LA .@__thumb
» 2] oo
ﬁ » L] AOrdner
y ] Arzte
Shortcut » 23] Bilder ¥ Edit |
s —-I3[] BOrdner
@ » {L3[] Documents-3 | = Apply |
» -IC3[] Eigene Dateien
=  Remove
View log » -] exe W |

‘ g Close

Destination of backup

The destination path is displayed towards the top of the program center window. It can be a local path, a network path or a directory on an FTP server.
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503 files totaling 105,3MB  Last backed up: 27.05.2009 18:49:56
Start backup
Destination: (®) Windows folder () FTP server

|G:'-,test'n.BeispieI V| = 7% FS'E:

Destination (local or network)

Click on the button on the right of the entry field to select a directory anywhere on your computer or on your network or edit the path manually.
Clicking the down arrow at the right of the entry field will drop down a list of recently-used destination directories for quick selection. Right-clicking this
field will open a menu for editing this list.

It is also possible to insert placeholders for date and time into the path and to replace the drive letter with the volume name of a removable drive
(e.g. a USB stick).

User logon

If you need a special account to access the destination directory, click the button and enter the username. If also a password is specified, this will be
encrypted and saved in the task file. The connection to the backup directory will be made automatically. If no password is specified, the user will be
prompted to enter the password for each backup.

Volume specifier of aremovable drive

When using USB sticks or external drives as backup destination, the system may not always assign the same drive letter. To be independent from
drive letters when backing up data, you can use the volume specifier of the removable media (:<volumename>:) instead.

Example: instead of K:\Backup use :Backup-1:\Backup

On backing up, the program will check whether a medium with the specified volume name (regardless of the assigned drive letter) is connected. If not,
the user will be prompted to insert it.

Destination on an FTP server

If you select a destination on an FTP server, the server's name, port and the remote directory are displayed. Click the button at right to specify or edit
the required connection settings.

70 files totaling 1,45 MB  Last backed up: 19.06.2016 14:12:25
Start backup
Destination: () Windows folder  (®) FTP server

fip:/ffrathlev-server: 21ftest-3 | E

General settings:

FTP connection settings *

Server name: Port:
|f'n3.testﬂerver.de w | |21 |
User name: Password:
|Llsername e | |....... | Options More options  Time zone
Remote directory: [ send OPTS command for UTF-8
|Backup v [ 2]|E | OrorceerrT/ERSY for Pys
Options Mare options  Time zone Use secure data connection [Juse HOST command
|se passive mode FETCE - - -
Options More options ~ Time zone
[]Force UTF-8 encoding
[]use IPv6 Advanced settings = Add offset to timestamps

| L2 rorts
Write communication log to file x Cancel

The destination directory may contain one or more placeholders for date and time.
If a password is specified in the dialog, the connection to the FTP server will be established automatically. If you leave the password blank for greater
security, you must insert it manually before each backup.

@ Secure data connection: Data transfer is encrypted using TLS/SSL (FTPS):
@ None: All data will be transferred unencrypted.
@ |f available (explicit): On connecting, the server will be interrogated as to whether it supports TLS/SSL. If so, the data transfer will be
encrypted (explicit method), otherwise unencrypted.
@ Require (explicit): It is expected that the server supports TLS/SSL (explicit method). If not, the connection will be canceled.
@ Always (implicit): All data transfers will be encrypted using the special port 990 (implicit method). If the server does not support this
method, then connection will fail.
For a secure connection the option Require is recommended. The FTP server must support one of the TLS versions 1, 1.1 or 1.2 (more infos).
@ Options:
]
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Use passive mode: Using passive mode, the server will define the port for data transfer, otherwise the client will define this.

@ Force UTF-8 encoding: Some servers support a file transfers using UTF-8 encoding, but do not announce this capability after
establishing the connection. This is inconsistent with the specification of RFC2640 Section 3.2 but in this special case you can force the
encoding of the client side to UTF-8 by checking this option. If, in addition, the server must also be switched to UTF-8, use the option
Send OPTS command for UTF-8 described below.

@ Use IPv6: Some servers require a connection using the IPv6 protocol. Click this option to switch to the IPv6 address mode.

@ More options:
The following options (see screenshot above right) are only required if problems arise from the FTP connection (see here). Unfortunately the
available servers do not all follow the recommendations (RFCs) for the FTP protocol consistently. The following options are a workaround for
these shortcomings.

@ Send OPTS command for UTF-8: A server supporting UTF-8 must inform the client about this after establishing the connection and
automatically switch to this mode (see RFC2640 Section 3.2). Unfortunately there are servers indicating the support of UTF-8, but
nevertheless requiring an OPTS command to enable it. If this is the case, this option must be selected.

@ Force EPRT/EPSYV for IPv6: If the connection to the FTP server was established using the IPv6 protocol (see above), the data transfer
usually requires the EPRT and EPSV commands, instead of PORT and PASV used for IPv4. By default, the server should inform the
client about this in reply to the feature request (FEAT command). Unfortunately there are servers that do not follow this recommendation.
If this is the case, you must switch over to this manually by clicking this option.

@ Use HOST command: Many Internet providers use the same FTP server IP for all users. The HOST command is used to assign the
user's server space.

@ Time zone
On time-zone spanning FTP connections it is sometimes necessary to adjust the time offset manually for reliable timestamp comparisons.
@ Write communication log to file:
For debugging purposes, communication with the FTP server can be logged. This option will not be saved permanently. The log is written into
the file PbFtp.log located in the same directory as the other log files (see here). Use the Action menu to view or delete this file.
Clicking the Advanced settings button will open the following page.
Advanced settings:

FTP connection settings K

Filenames Establishing the connection
Change to [lower case Maximum number of attempts to <
[ JUFPER CASE connect to server: z
: . Maximum waiting time to - :
n Allow filenames to be endosed in e hEhe camechon: ﬁ
guotes
Use encoding for these characters: Controling the connection

| | Maximum waiting time for server
response: ﬁ =

[Use Proxy-Server 0 Send keep-alive command during data

transfer

Proxy settings = General settings

Write communication log to file x Cancel

@ Filenames:

@ Change to lower/upper case: Unix/Linux systems differentiate between lower- and upper-case characters in filenames. You can specify
whether you wish to change all file and directory names to lower or upper case prior to data transfer.

@ Allow quoted filenames: Filenames with spaces will cause errors on an FTP transfer. Some servers allow filenames within quotation
marks (as is common under Windows).

@ Character encoding: As there are still FTP servers that do not support UTF-8 encoding, you can specify that certain characters are to be
replaced by a numeric code as is usual in URL addresses (e.g. a space = %20).

@ Use Proxy server: If a proxy gateway is required to connect to the FTP server, you can specify the desired settings here.

@ Establishing the connection:
@ Maximum number of attempts: Specify the maximum number of attempts to connect to the FTP server. If this fails, the backup will be
canceled.

@ Maximum waiting time to establish the connection: Specify the maximum time to wait for a reply from the FTP server after sending the
connect command. If establishing the connection fails, further attempts will be made until the maximum number is reached (see above).

@ Controlling the connection:

@ Maximum waiting time for server response: Specify the maximum time to wait for a response from the FTP server after sending a
command.

@ Send keep-alive command during data transfer: With some FTP servers or firewalls it can happen that during lengthy data transfers
the control channel will be closed due to inactivity. Enabling this option, a small data packet will be sent periodically to prevent this issue.

You can find more information about FTP on Wikipedia.

Using placeholders
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Different placeholders in the format %sss% can be added to  FRESIARETRIRT X | Insert placeholder X

the destination path to be replaced with current values on
backing up. You can insert a placeholder manually into the Placeholder for Flaceholder for
path or select it from the lists opened by clicking the button ®Date (e.0. 2010-12-04) (O Time (000000 .. 235959)
(see to the right) () Year and week (e.0. 2009-53) () Hour (00 .. 23)
The following placehc;lders are available: L O Minute (00 .. 53)
(-] Ul/ozdgz% - Date in the format "yyyy-mm-dd" (e.g. 2010- g;ZT;?Z::TD::\Zif;;:q:::?; g::z::::z ::;L- -
@ obyaw% - Year and week in the format "yyyy-ww" (e.g. O Day of year (001.. 365) O Alternating months:
2009-53) () week of year (01 .. 53) () Alternating versions:
@ 9%dow% - Short day of week in the format "Mon, Tue, (O Day of month (01 .. 31) () User name
Wed, Thu, Fri, Sat, Sun" (O week of month (1.. &) () Computer name
@ oldow% - Long day of week in the format "Monday, ) Month of year (01 .. 12) W e
Tuesday, etc.” () Name of month {e.g. January) () Other
@ 9%dnw% - Number of day of week (Monday = 1, ..., O Year (e.0. 2010)
Sunday = 7)
@ 9day% - Day of year in the format "ddd" (e.g. 1 = O Other X cancel
January 1)
@ %week% - Week of the year in the format "ww" (i.e. 01 .. X cancel
53)
@ 9%dom% - Day of month in the format "dd" (i.e. 01 .. 31)
@ %wom% - Week of month in the format "w" (i.e. 1 .. 6)
@ 9%month% - Month of year in the format "'mm" (i.e. 01 .. 12)
@ 9%Imonth% - Name of month in the format "January, February, etc."
@ oyear% - Year in the format "yyyy" (e.g. 2010)
@ Other - Will switch to the secondary list at right

%time% - Time of day in the format "hhmmss" (e.g. 215325)

%hour% - Hour in the format "hh" (e.g. 17)

%minute% - Minute in the format "mm" (e.g. 43)

%d#n% - n (= 2..366) Alternating days: inserts the number of the day of the year modulo the specified number n (e.g. %d#2% is replaced by 1
on odd days of the year, by 2 on even days)

%w#n% - n (= 2..53) Alternating weeks: inserts the number of the week of the year modulo the specified number n (e.g. %w#4% is replaced by
1in the weeks 1,5,9,.. of the year, by 2 in the weeks 2,6,10,.., by 3 in the weeks 3,7,11,.. and 4 in the weeks 4,8,12,..)

%m#n% - n (= 2..9) Alternating months: inserts the number of the month of the year modulo the specified number n (e.g. %m#3% is replaced by
1in the months 1,4,7,10, by 2 in the months 2,5,8,11 and by 3 in the months 3,6,9,12)

%v#n% - n (= 2..99) Alternating versions: inserts the number of the backup modulo the specified number n (on each completed backup the
number will be increased by one - e.g. %Vv#3% will be replaced by 1 on 1st, 4th,7th, by 2 on 2nd, 5th, 8th and by 3 on 3rd, 6th, 9th backup). To
reset the counter, use the function in the Backup task menu.

%username% - Name of the logged-on user

%computername% - Name of the computer

%volume% - Volume name of source (only available if all source directories are on the same drive)

Other - Will switch to the primary list at left

Placeholder for Windows environment variables: In addition you can use any Windows environment variable as part of the destination path.
Insert the placeholder %evar(<name>)% manually. The expression inside the brackets (<name>) should be replaced by the name of the environment
variable, e.g. %evar(HOMEPATH)% or %evar(TEMP)%.

Example: X:\Backup\Data-%date%  X:\Backup\Data-2004-10-17
Hence another backup directory will be generated each day.

Selection of files and directories to be backed up

Add directories

Next, select the directories to be backed-up. Click on the Directories tab and select the desired
directories you wish to back up. If you select only one directory, it will be displayed in the upper field and
can be added directly to the task by clicking the button.

If you select more than one directory (possibly from libraries), after clicking the button these will be
displayed as a list prior to being added to the task. You can check and optionally deselect individual
directories. A click on the OK button will add the directories to the task one after the other.

If you wish to inspect the files contained in the selected directory, click this button. The dialog
g box option Show files allows you to display a file list, but you can select only one directory.

Add single files

= If desired, you can select one or more files from a directory directly for backup. Clicking the
button will open a dialog to select the files. Then the program will automatically make all
required settings:

1]' |

@ The directory containing these files will be added to the backup task.
@ All subdirectories will be excluded from backup. They are not displayed in tree view.
@ The file filter will be set such that only the selected files will be backed up. By clicking the button

pb-task.htm[09.10.2020 16:21:39)]


https://en.wikipedia.org/wiki/Environment_variable#Windows

Personal Backup - Backup task

Directories  Auto Badwup  Windows Scheduler
Selection:
| E:\Daten ?

Gﬁ Add directory
to task

I Desktop ~

I pieser PC
“ - Bibliotheken
-[&] Bilder

T Daten
- EDeIphi

| Dokumentation
|":E'|: Dokumente
(=l Download
-[=] Eigene Aufnahmen
‘=l Eigene Dateien
[ Gespeicherte Bilder

- .E Musik
. l Spiele
provided this selection can be changed afterwards. (] Steuerfalle
@ The selection of file types will be disabled. “[zl Temp
-8 videos
l MW
Display of directories to be backed up [i Metzwerk
i i . . i 28 Heimnetzgruppe
Directories to be backed Up  Task settings  Other options Log: Long [ Systemsteverung
E:\Butest\BuTest-1 (all) -la] Papierkorb
C:\Users'\Public (all) -/ | CAD &Rechnen
[] c:Wsers'\Default\AppData [-2] (al)) - Internet Y
[ E:\pelphi7'gin {only A=) [E] - Mass Effect

Wepee@

The names of all selected directories will be added to the task list in the center. Long names will appear abbreviated in the task directory list such that
the beginning and end of the path will remain visible. Moving the mouse over a such a name will display the full path as a tool-tip.

The checkbox [ on the left can be cleared by clicking to exclude the selected directory from backup temporarily without removing it from the list. If
you wish to resume the backup for this directory just click the checkbox again.

After each directory name, additional info is displayed in an abbreviated form to indicate the subdirectories selected and any filter settings for file
and file types:

@ [F]: Individual files from a directory were added for backup (see more).

@ (-n): There are n subdirectories excluded.

@ (+n): There are n subdirectories selected.

@ (all): No file filter has been specified.

@ (only {filter}): A file filter {filter} (e.g. [AB]*) has been specified to select certain files (See Standard file filter)

@ (except {filter}): A file filter {filter} (e.g. [AB]*) has been specified to exclude certain files (See Standard file filter)

@ (from/to date/time span): A time slot has been specified under the Files tab. By default, the modification time is used as reference. Optionally
the creation time or both can be selected - displayed by [C] or [B].

@ (U): Only files that were created or modified after the time of the last backup of this task

@ (</> size): Only files matching a predefined size (e.g. <16MB or >1kB) will be backed up.

@ [+/-attr]: Certain attributes (e.g. [+a-t]) will be included or excluded.

@ [1]: Atype list has been specified via the option "Only these" under the Types tab.

o

[E]: A type list has been specified via the option "All except" under the Types tab.

Clicking one of the listed directories will display the tree of all subdirectories or, dependent on the user's selection, the file filters or file types in the
program bottom window (see more). Doing this click for the first time after opening the task, will additionally scan all these subdirectories for new and
changed files and update the display for file count and volume.

Disabled entries

On loading a task or clicking one of the listed items, the program will check wether the associated directory still exists. For example, it could have been
deleted or renamed in the meantime, or is a disconnected external drive. Such a directory will be disabled in the list and displayed in gray. To
prevent the selection settings from being changed, it is no longer clickable. As soon as the directory becomes available again, the item will be
enabled again automatically. If you want to remove from the task all directories no longer available, use the item from the associated context menu.

Order of entries

nll Clicking the left button will rearrange the

T | A SF . ; .
directories to be backed up into an alphabetical

order. Clicking one of the other buttons will move the selected

entry one row up or down.

Possible placeholders for source directories

20 . . ) )
Clicking the button at the top on the right will open a dialog
box. All placeholders are in the format "%sss%". These will be
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Insert placeholder !u Insert placeholder u
Placehalder for Placeholder for
(@ My Documents @) User application data

_) Application Data (7 User local application data

ElEyaie () All users profile
() Desktoj §

- P () Public files
() Favorites

_ ’ ~) Program files
() Program Files i
replaced with current values on backing up (see screenshot on (7 Personal Backup path {2 Common program files
the right):

~) User name _I Program files (x86)

@ 9sperspath% - Path to the My Documents user directory () Computer name (Z) Comman program files (x86)
@ %apppath% - Path to the Application Data (..\AppData
under Windows 7) user directory

@ opprofile% - Path to the user profile (e.g. C:\Users\<Name>
under Windows 7) [ v oK ] l X cancel l [ v ok l ’ X Cancel ]

() Other environment variables () Program data

@ opdeskiop% - Path to the user desktop folder
@ opfavorites% - Path to the user favorites folder
@ 9%progfiles% - Path to the programs folder depending on the running version of Personal Backup: the 32-bit version returns C:\Program Files
on 32-bit systems and C:\Program Files (x86) on 64-bit systems, the 64-bit version returns always C:\Program Files (e.g. C:\Program Files)
@ 9%progpath% - Path to the Personal Backup program installation folder
@ 9username% - Name of the logged-in user
@ oscomputername% - Name of the computer
@ Other environment variables: Windows Vista/7/8/10 Windows XP
. C:\Documents and Settings\<username>\Application
@ oappdata% C:\Users\<username>\AppData\Roaming Data 9 PP
@ oplocalappdata% C:\Users\<username>\AppData\Local not available
@ %allusersprofile% C:\ProgramData C:\Documents and Settings\All Users
@ oopublic% C:\Users\Public not available
@ opprogramfiles% C:\Program Files C:\Program Files
@ 9%commonprogramfiles% C:\Program Files\Common Files C:\Program Files\Common Files
@ osprogramfiles(x86)% " C:\Program Files (x86) C:\Program Files
@ ocommonprogramfiles(x86)% ©  C:\Program Files (x86)\Common Files C:\Program Files\Common Files
@ %programdata% C:\ProgramData not available

* only available on 64-bit systems

Backing up data from removable volumes

If you want to back up files from a removable drive (e.g. a USB stick) you cannot be certain that the same drive letter will always be assigned. In such
a case, using file synchronization on backup may result in loss of data in the backup directory.

To prevent this, the program saves the volume name (if assigned) with any directory to be saved and located on a removable drive when creating a
new task. So it is strongly recommended to assign a unique volume name to any used removable drive. Right-clicking on a drive in for example
Windows Explorer and selecting Properties will allow you to do so.

Before a backup starts, the program checks whether this drive is present. If not, the backup will be canceled.

Note: If the backup method is set to Separate directories for drives, the name of the root directory at the destination will be generated from the volume
name (e.g. G:\Backup\Data-1\.. for volume called Data-1) instead of using the drive letter (e.g. G:\Backup\DrvK\..) as applied for fixed drives (see
more).

Removing a directory from the task

Remaove
To remove a directory from the task list, click on the button. Optionally, also all files backed up from this directory can at the same
time be deleted from the backup task destination.

Preview
Right-clicking the list of selected directories will open a context menu with several preview options

@ Show all selected files: Show all files that are selected for backup using the current filter settings. Which of these files really will be backed up
will be decided later, on performing the backup.

@ Show all excluded files: Show all files that are excluded from the backup using the current filter settings.

@ Show all files to be backed up: This item is only available if solely files with the archive bit set should be backed up. All these files will be
displayed.

@ Show all files not to be backed up: This item is only available if solely files with the archive bit set should be backed up. All files with this bit
not set will be displayed.

Extended selections
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In the program bottom window you can make more detailed selections for

@ Subdirectories
@ Files and attributes
@ File types

Advanced settings
In most cases you can use the default settings for a backup, but the more experienced user may prefer to configure the many individual options.

Backup destination: In separated files or in zip file(s).

Backup mode: Update (using timestamp or archive bit) or configured as an alternating schedule (full and differential or incremental).
File processing: Copy as-is, or use compression and/or AES encryption.

Options: Copy alternate file streams, document summaries, file permissions, verify backed-up files, etc.

Synchronization: Delete from the backup destination files that no longer exist at the source.

Security backup: Older versions of files are renamed instead of being deleted (with a definable number of previous versions).

Mail delivery: Automatic mail delivery after backup with status and optional log.

External programs: Execute any external program or script before and/or after a backup.

Information about task
At the top of the program center window, key information about the current task is displayed:

@ Name of task
@ Total number of files and the storage capacity required for these (before compression)
@ Time and date when last backed up

Notes

To accelerate the loading of a task, the number of files, the required storage capacity and the type list for the selected directories are not all updated
immediately. By default, only the first directory will always be scanned for new files. You can uncheck the option Scan directories in the dialog called
from Preferences  Program start ... in the main menu to disable any scan after opening a task. In this case, a scan is started not before one of the
directories to be backed up is left-clicked.

Errors during backup

There can be many different reasons for errors that arise during a backup. After each backup, the status windows will display whether errors occurred
and how many. Detailed information about errors will be found in the log file. If a file could not be copied due to an error, its previous version will in any
case be retained at the destination.

E Opening a saved backup task

Load a saved task (.buj file) for editing or execution.

List of recently-opened tasks

Clicking this button will open the task menu that contains a list of up to 15 of the most recently-opened tasks. Click within the list to load a task.
Right-clicking the icon will allow the list to be edited.

==
Saving an edited task

You should save your backup tasks to disk for future use as a file with the extension .buj. When starting the program for the first time, a task directory
is created at "My Documents\PersBackup". You can change this location using Preferences  Directories in the main menu.

The backup tasks are saved as readable ASCII files, but modifying such a file manually with a text editor is not recommended. Instead, edit the task
within the "Personal Backup" program.

Note: provided that a task has not been changed, this button will remain grayed out.

Saving a task with a new filename
An existing or edited task can be saved under a new filename.

Delete a task no longer needed

Over time, more and more tasks for backup, restore, cleanup and verify will be accumulating. They are stored in the |Backup tasks (*.buj) v
task directory as files using the extensions buj (Backups), rsj (Restores), cuj (Cleanups) and vfj (Verifications).
By clicking the Delete ... function in the menu any of these tasks can be deleted. At the bottom right of the file Restore tasks (*.rsj)

selection dialog, you can specify the type of the affected task and then select the file. Associated entries in the task Cleanup tasks (*.cuj)

lists will be removed as well. :rlTr(if{JtaSks (i)

Insert a saved task (Import)

The directories to be backed up in an existing task can be added to the list of directories of the currently-opened task. The global settings (destination
directory, backup mode etc.) of the opened task remain unchanged.

Save selected directories as a new task (Export)
A dialog will open for selecting the directories to be backed up from which a new task is to be created. The global settings (destination directory,
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backup mode etc.) will be inherited from the opened task.

Menu

Backup task

New - Create new backup task

Open ... - Open saved task from the directory of the last opened task

Open from task directory ... - Open saved task stored from the selected task directory
Save - Save a modified task

Save as ... - Save task under new name

Delete ... - Delete a task no longer needed

Reset counter ... - Reset the backup version counter to 1

Import ... - Import directories to be backed up from saved task

Export ... - Save as a new task an individual directory from an opened task
Recently-opened tasks ... - List of recently-opened tasks to facilitate reopening

Actions

Help

Start backup ... - Start the current backup task
Add directory to task ... - Select a directory to be backed up and add to task
Verify backup ... - Using the settings of the currently opened backup task a guide, the dialog for backup verification will be displayed. You can
edit the settings and start the verification of files.
Scheduled Tasks
Add current backup task - Configure Windows Task Scheduler to perform the currently-loaded backup
Edit scheduled task - Select a backup task performed by Windows Task Scheduler and edit the schedule.

Create desktop shortcut
for current task ... - Create a shortcut to the currently-opened backup task on the computer desktop. Double-clicking this shortcut will
immediately start the backup.
for several tasks ... - Create a shortcut to several selected backup tasks on the computer desktop. Double-clicking this shortcut will
automatically perform these backups one after the other.
Logs
Current log
Show ... - Display and optionally print the log of the currently-opened backup task
Delete ... - Delete the log of the currently-opened backup task

Show other ... - Display and optionally print a saved log

Update view (Function key F5) - Update the task view (count all files and calculate the volume to be backed up) and the directory view

Overview - Brief summary

Backup - Editing a backup task

License - User license

Version - Version info

Changelog - Information on version history

References - Information on components used from other authors
Homepage - Homepage of Personal Backup

Donate - Make a donation to Personal Backup

Context menus

A right-click on certain areas of the desktop opens one of the following context menus.

Save task Area "Task"
Save task - Save current task to disk
Save task as ... - Save current task as new file to disk

Save task as ...

Start backup Start backup ... - Start current backup task immediately

Create Desktop shortcut ... Create desktop shortcut ... - Create a desktop shortcut for starting the
currently-open backup task

Show all files te be backed up .. Show all files to be backed up ... - This item is only available when only files are

to backed up having the archive bit been set or the backup is made to zip files.
Show all files in the selected directory and its subdirectories that would be backed
up currently.

eancel Log settings ... - Settings for the backup log

Task description - User's description for the backup task

Log settings
Task description

Area "Destination directory"
Cut selected text Cut selected text - The marked text in the destination field will be copied to the
clipboard and then deleted.
Copy selected text - The marked text in the destination field will be copied to the
clipboard.
Delete selected text Paste from clipboard - Text from the clipboard will be inserted into the
destination field.
Delete selected text - The marked text in the destination field will be deleted.
Remove current list item from list - The selected destination directory will be
removed from the internal list of recently-used directories.
Clear whole list - The internal list of recently-used directories will be deleted

Copy selected text

Paste from clipboard

Remove current item from list

Clear whole list

Cancel
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Show all selected files ...

Show all excluded files ...

Show all files to be backed up ...
Show all files not to be backed up ...

Rescan selected directory ...
Replace directory ...
Replace directories no longer available ...

Remove all directories no longer available

Cancel

Show files of subdirectory

Show all selected files

Show all excluded files

Cancel

Add to task
Update

Cancel

entirely.

Area "Directories to be backed up"

Show all selected files ... - Show all files in the selected directory and its
subdirectories that are selected for backup using the current filter settings

Show all excluded files ... - Show all files in the selected directory and its
subdirectories that are excluded from backup using the current filter settings
Show all files to be backed up ... - This item is only available when only files are
to backed up having the archive bit been set or the backup is made to zip files.
Show all files in the selected directory and its subdirectories that would be backed
up currently.

Show all files not to be backed up ... - This item is only available when only files
are to backed up having the archive bit been set or the backup is made to zip
files. Show all files in the selected directory and its subdirectories that would not
be backed up currently.

Rescan selected directories ... - The selected directory will be scanned to
update file count and volume.

Replace directory ... - The directory selected to be saved will be replaced by
another. The new directory can be selected using a dialog. All other settings for
this entry will remain unchanged. This option can also be used if the name of an
external volume has changed. The directory entry will be updated automatically.
Replace directories no longer available ... - Directories not available when
loading the task (because they have been deleted or renamed, for example) are
disabled and displayed in gray. Select this menu item to replace them by other
existing directories. All other settings for these entries will remain unchanged.
Remove all directories no longer available - Directories not available when
loading the task (because they have been deleted or renamed, for example) are
disabled and displayed in gray. Select this menu item to remove them from the
currently-loaded task.

Area "Subdirectories"

Show files of subdirectory ... - All files located in the selected subdirectory will
be displayed. This is very useful for checking whether there are any files that
should or should not be backed up.

Show all selected files ... - Show all files that are are selected for backup using
the current filter settings

Show all excluded files ... - Show all files that are excluded from backup using
the current filter settings

Area "Directory selection”

Add to task -The selected directory will be added to the backup task.
Update - Update directory tree.

J. Rathlev, 24222 Schwentinental, Germany, September 2020
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Selection of subdirectories and files to backed up

All settings described below can be applied individually to each directory selected for backup. There are three

€S

basic options for confining the selection of files to be backed up, all of which can be combined in any way:

@ The exclusion or selection of subdirectories
@ The selection of filter conditions for filenames
@ The selection of file types (extensions)

Subdirectories

There are two main
subdirectory-selection
options:

@ All except tagged: In
this case, all
subdirectories not
tagged with (4] will be
backed up. This
option is selected by
default so that
directories added
later will always be
backed up. As soon
as at least one
subordinate directory

is selected to be excluded from a backup, its parent directory will be marked with E3) Clicking the » symbol

Subdirectories | Files Types

[E =

oy e u""

J

i@ All except tagged (7) Tagged only

I3[ E:\Delphi7iBin

m

a9 files totaling 6,40 ME
Directory filters

backup™®
bak-77?
| W Edt
| ¢=  Apply
[ = Femove

will open the branch to display its subdirectories.
Files in the root directory and in the subdirectories marked with B will always be saved.

@ Tagged only: In this case, only those subdirectories tagged by [¥] will be backed up. Subdirectories added

later will not be backed up unless intentionally manually tagged. As soon as at least one subordinate

directory is selected to be included in a backup, its parent directory will be marked with ) Clicking the

symbol will open the branch to display its subdirectories.
Files in the root directory and in the subdirectories marked with . will never be saved.

Right-clicking a subdirectory will display a context menu in which its files and folders can be previewed subject to a

choice of options.

Note: If only a few subdirectories are to be backed up, it is usually better to add these directly as directories to be

saved (see more) instead of selecting them as described above.

Status

On directory trees with fewer than 5000 files, the status display (file count and volume) above the Directory filters

window is refreshed automatically. To save time with larger trees, a refresh will not be performed until the
button on the left is clicked.

Using dynamic directory filters

On the right of the dialog box under Directory filters
you can define dynamic filters for subdirectory
names. Each time before starting a backup, e.g. as
automatic backup or by a desktop shortcut, the
program checks whether there are subdirectory
names that fall under the given filter conditions.
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Edit items

I Add

i Remove
These subdirectories will then be included in or

excluded from the backup depending on the i~ Change
selection mode. For example, all directories with
names starting with temp can be excluded from the
backup. Any matching subdirectories created later
will also be excluded.

This filter list applies for the whole of each backup
task. You can select one or more items from the list
to apply them to the current directory tree.

Applying filters

Select the desired filters in the Directory filters
window and apply them to your tree by clicking the
Apply button. You can similarly undo this selection
by clicking the Remove button.

Editing filters

By double clicking a filter entry you can edit it directly. Clicking the Edit button will open a dialog box showing all
filters (see screenshot on the right). Here you can add, remove and change filters. A filter must use the syntax
described below or may be a regular expression:

1. [Pattern]: all subdirectories matching the pattern are selected or excluded, for example backups* will select
all subdirectories with names beginning with "backups".
2. #[Pattern]: as 1., but [Pattern] is a regular expression (e.g. #temp[123]).

Selection of files
z{l P v roHaveE u’v

Filter Subdirectories  File2  Types
Clicking the Settings Filter No files
button will call a dialog |all except =.lock | | Athibes
box in which you can N7 seis Only Mot
specify certain filter Settings Archive l
conditions see below) Read only O O

Time slot
and select whether Hidden O O
filenames (optionally Timestamp All since - el System ]
including their extension) (®) Modified .

. . . e SIZze
matching this filter are to () Created 01.10.2018 ||« Oa
be backed up or not. ®)
Both

Optionally, you can use (O Smaller than 10,0 KiB
regular expressions. (O Larger than ~ and

The search patterns can &l Preview (@) Between 16,00 GiB

be specified by editing
the field directly or by editing a filter list after clicking the Edit patterns button.
If more than one directory is to be backed up, the filter settings from the previous entry of the list of directories to

be backed up can be copied by clicking the button.
Filters only for file extensions should be set separately

File attributes
Optionally, you can restrict the backup and/or to files with selected attributes.
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Any combination of file attributes is selectable:
With neither Only nor Not selected: this attribute will be ignored
With Only selected: only files with this attribute set will be backed up
With Not selected: files with this attribute set will not be backed up

Time slot

Using this option, you can restrict the backup to  Filter for filenames [ S|

files with a modification or creation timestamp [
. . e . Backup files
(date/time) within certain limits. If Both is selected, ) ) )
the program will first check the modification time A () All matching @) All not matching
and, if this does not fit, the creation time. By this Text patterns:
means, all files will be selected for backup that backup_of*|sicherungskopie_von® -
meet at least one condition.
If more than one directory is to be backed up, the ["] Use regular expressions ’ ¥ Edit patterns ]
setting from the previous entry of the list of
directories to be backed up can be copied by | o OK | ’ ¥ cancel ]
clicking the button.

For time comparison either the modification or creation timestamp can be selected. The following time slots are
available:

All files (no time restriction)

Only files that were created or modified since a given date,

Only files that were created or modified before a given date,

Only files that were created or modified within a given time slot,

Only files that were created or modified since a given time on the current day,

Only files that were created or modified since a preset number of days before the current date

Only files that were created or modified before a preset number of days before the current date

Only files that were created or modified after the time of the last backup of this task

The required date can be set manually or by selection via the calendar. Please note that changing date or time

must be confirmed by clicking the ¥ button.
Note: It is also possible to specify these settings using a command line option.

File size
Optionally, you can restrict the backup and/or to files of a size within certain limits

The following size-limit filters are available:
All files
Files smaller than the preset value
Files larger than the preset value
File sizes between a lower and an upper value

Note: File sizes may be expressed using various unit prefixes (e.g. 1 kB, 2.5 MiB, 1.8 GB). In this regard, the
program follows the recommendations of IEEE 1541 and therefore differentiates between binary and decimal
prefixes.

Examples: 1 kB = 1000 bytes, 1KiB = 1024 bytes, 16 MB = 16 000 000 bytes, 16 MiB = 16*1024*1024 bytes = 16
777 216 bytes.

Standard file filter (not using regular
expressions)

A valid file filter pattern consists of literal characters
(e.q. letters or digits), sets and wildcard characters.

Each literal character must match a single character
in the string. The comparison to literal characters is
case-insensitive.

Each set begins with an opening square bracket ([)
and ends with a closing square bracket (]). Between
the brackets are the elements of the set. Each
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ST Filter for filenames

Text patterns: Edit items

backup_of*
sicherungskopie_von™

I Add

i Remove

:’.: Change

=& Default

element is a literal character or a range. Ranges are
specified by an initial value and a final value
separated by a hyphen (e.g. [A-D]). Do not use
spaces or commas to separate the elements of the
set. A set must match a single character in the string.
The character matches the set if it is the same as
one of the literal characters in the set, or if it is in one
of the ranges in the set. A character is in a range if it
matches the initial value, the final value, or falls
between the two values. All comparisons are case-insensitive. If the first character after the opening bracket of a
set is an exclamation mark (!), then the set definition will be inverted, that is to say a character not in the set will be
accepted as matching.

Wildcard characters are asterisks (*) or question marks (?). An asterisk matches any number of characters. A
guestion mark matches a single arbitrary character.

Examples:

backups - the name matches exactly

backup* - all names starting with "backup” will match

[abc]* - all names starting with "a", "b" or "c" will match

?[ab]* - all names that have "a" or "b" as the second letter will match
[a-m]* - all names having "a", "b", "c", .. , "m" as the first letter will match

Filter using regular expressions
While their syntax is relatively complex,
regular expressions can on the other
hand be a very powerful tool. A brief
description is included in the
documentation of this program. For
further information, search for literature
on the subject. An overview can be found
at Wikipedia.

Preview

Clicking the ’ @l Preview button
will open a window displaying all the files
selected for backup. This is particularly
useful for checking the correct functioning
of regular expressions, for example.

This preview can also be called via a
context menu displayed on right-clicking
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EButest

&4 Preview of backup selectic

Mame
BuTest-3 - Verdmipfung Ink
Test zip

‘23, \BuD01Test
test-0001 dat
test-0010.dat

23 \Bu1000Test
tst-1000.dat

23.\Bu100Test
tst-0100.dat
tst-0100.dat

‘23, \Bu500Test
tst-0500.dat
tst-0500.dat

{23 \Bu60000Dateien
Test000.d01
Test WD A7

Date

2files

23022010 11:37:16
08.11.2010 13:32:42
2iles

16.09.2005 11:45:10
0507 2005 13:12:06
1 file

08.11.2005 18:18:04
2files

21.04.2006 13:13:44
07.01.2008 14:01:20
2iles

05072011 12:08:04
05072011 12:07:48
60000 files
22092010 10:13:43
2209 200 10-13-48

61567 files totaling 2,20 GB

Show directories
Al () Only not empty
@ Only selected

a directory in the Directories to be
backed up window and selecting the
option Show all selected files. In this
context menu there is also the option to Show all excluded files.

Selection by file types

The indicator for file types  suhdirectories Files ~ Types 2| =] = TR AT

is thg fl|(.3 extension. When O Orly these @® All except

configuring your backup,

you can select which file Type Count &y Size R 4 = Type Count Size 6

types you wish to include ZIP 135 fl 313 MiB rBAT 3 O41w0e

and which to exclude from | pas 3514 I 115 MiB ~CFG 2 foisE

the backup. Initially, with PO 520 il 59,3 MiE @ ~CMD 19 [ 12,3 KB

the All except radio button | CHM 43 H 45,4 MiE ~CHF 1 [ 5,58 KiB

checked, all file types DFM 1037 i 39,8 MiB 4 25V 1 [ 175 KiB

found in the currently- RES 457 32,7 MB ~DAT 1 [ 4,59 KiB

selected directory and in PMG 2432 g 32,5 M b ~OFM 19 0 2,88 MiB

all its subdirectories are POF 33 W 26,3 Mig ~DPK 4 0 381kKB

displayed with their ooT 53 @ 17,8 MiB v » ~DPR 7 [ 24,6 KB v
BEMP A 0413 I MR ~CIPRMT A7 M An27 kiR

extensions in the list on
the left. This means that
no files will be excluded
from the backup. Each row of the list shows the number and the total size of all files of this type found in the current
directory and its subdirectories. The total size of each file type is visualized as a small bar. Green means low
values (< 1 kB), red large values (> 1 MB).

A click on a column header will change the sort sequence: sorted alphabetically by name, sorted by file count or
sorted by total size. A second click on the same column header will cause the list to be displayed in reverse order.
The small arrow in the header shows the current selection.

The list on the right shows all types excluded for backup.

Clicking the Only these or All except radio button establishes what the program is to do during a later backup with

12032 files totaling 778 MiB 3186 files totaling 1,15 GiB
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files appearing in the lists:

@ Only these: new, different file types will not be backed up (only the file types listed on the left)
@ All except: new, different file types will always be backed up (except file types listed on the right) - default
setting

On selecting a directory from the list in the Directories to be backed up window, the list of the file types found in
that directory and all its subdirectories will always be updated and displayed in the lower windows. Depending on
the selected mode they are sorted to the list on the left or that on the right (see above). File types can be moved at
will between the two lists:

@ By double-clicking on a single type Filter for file extensio et S|

@ By selecting several lines and clicking one of [ |
the arrow buttons BT =
@ Clicking one of the double arrow buttons will | Al () All matching @) All not matching
move all types to the other list Text patterns:
Below the type lists the number of files and the ~|bak v
volume of the used disk space for all selected and _ :
not selected types inside the directory is displayed. [JUse regular expressions ’ ¥ Edit patterns ]
File type filters [ ok |[ X Cancel ]
It is possible to select the file types to be backed

up using a filter condition. The rules for setting the filter patterns are the same as those described for filenames
(standard filter and regular expressions). You can decide whether the filtered types shall be included or
excluded from the backup. If you choose this option, manual file-type selection will be disabled.

Edit file type lists

A list of file types can be stored under a unique name for possible

later use with other backup tasks. By means of the following Preconfigured file type lists:

buttons one of several functions can be performed (see [DEh:'hi =
screenshot on right): Only these file types

New BAT PIF

A new file type list will be created from the file types Ersg EEG

selection of the currently loaded task. Insert a new name - CMD PS
. . . . . . EW
and the list will be displayed in the window on the right. SESR E:g“‘
Update

-

ich ik

=
!

Save
Save a type list to file.

D
ﬁh =

m

i

'_
[=]
1]
(=8

DRk SP]
DPR. 573
Apply
Use an existing file type list with the currently-selected o
HHC
Delete the currently-displayed file type list. M
Load HTML
IMI
IMP
LMK
LOG
OFT
PAS

DFM  RES
An existing file type list will be updated in accordance with DLL RTF
the current selection.

DRC  TxT
EPS ZIp
directory to be backed up.

Delete HHE

HHP
Load a type list from file. ICO
INC
ISE
155
MC
OBJ
PDF
FDT

(¥4
o
=
m
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Backup settings

Click the Task settings tab to configure your backup task:

@ Backup into separate files

@ Backup modes and use of archive bit

Backup into zip archives

Encryption of files to be backed up
Using Volume Shadow copies
Verify backed-up files
Miscellaneous settings:

Copy creation time

Copy alternate data streams
Copy document summary
Copy file permissions
Verify copied files

Compression of files to be backed up

Delete empty directories at destination
Delete source files after backup

Backup into separate files

Directories to be backed up  Task settings  Other options Log: Long

Backup method
(®) Separate files () Zip archive(s)

(®) Separate directories for drives
{recommended)

() Original full directory structure
() separated by root directory

() One directory without full path

Backup mode
Archive bit:

— - |:| Use

B 2R Comparison settings

Use Volume Shadow Copy service

Miscellaneous

Copy creation time
Copy alternate data streams
Copy document summary

[ ]copy file permissions

File processing

Compress files
25 2ip (2T
Mo compression for these types:

7z lha pdf
ace  Izh png
arc mp3  ppix
arj mpd  rar
bzZ mpg wlsx
cab  odg  zZip
docx  odp  zipx

aif ods
az odt
gze ofp
jpeg ois
ipg ott
[ ]Encrypt files

IUze fixed password p

[ ] verify copied filles
Delete empty directories at destination
[ ] Delete source files after badkwup

Different arrangements for storing your backups are used at the destination. If a schedule has been configured as
an automatic backup, depending on the cycle a directory named BDnn for a daily schedule or BWnn for a weekly
schedule will be created above the directory structure described below.

Separate directories for drives (default)
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In the destination directory, a subdirectory will be created for each source drive from which files are to be
backed up. By default for fixed drives these are named DrvC, DrvD, DrvE, etc. If he or she wishes, the user
can specify any other name (e.g. C drive). For backups of directories located in the network, the name of
the particular share will be used for these subdirectories, while for backups of directories located on a
removable drive, this will be the volume name. Each of these directories will contain the same directory
structure as on the original drive.

Original full directory structure
The entire source directory structure is retained at the destination. Only directories on one particular drive
can be backed up. If for example you specify X:\ as the destination, it will contain a 1:1 copy of the directory
structure selected on the source drive E:\.

Separated by root directory
There will be a separate directory structure at the destination for each selected directory to be backed up
(see here).

One directory without full path
The source path will not be replicated. All files and subdirectories copied from the source will be placed into
a single destination path. Possible directory name conflicts will be checked for by the program.

Backup Modes
You can select four different backup modes:

@ uUpdate: This is the default mode. If you are not an experienced user familiar with backup strategies, you
should use this mode. No files will be deleted from the destination directory (unless the Synchronize
backup directory option is selected).

@ Comparison of timestamps (default mode): During backup, the timestamps (date and time of last
change) of source and destination files are compared. All previously non-existent files and, depending
on the selected mode, either

@ (default) all files with newer timestamps (i.e. only older files will be overwritten at the
destination), or
@ allfiles with differing timestamps (i.e. both older and newer files will be overwritten at the
destination)
will be copied to the destination. The time difference to be tolerated and optionally an additional
comparison of file sizes can be selected (see below).

Instead of the timestamp, you can use the archive bit as the criterion for deciding whether a file is to be
copied. Every application sets this bit when a file is saved. After successfully copying the file, the program
can reset this bit so that it can be detected whether the file has been changed since the last backup. One of

i : Backup mode
two options can be selected: p e
@ Use the archive bit: if this option is selected, only files Update T [Fluse
having the archive bit set will be copied. The timestamps will Only fles with archive
be ignored. Which files will be saved in this case depends on bit set Reset

the option Only files with archive bit set. If this option is

selected, only the files having the archive bit set will be copied (similar to the case with
Differential/Incremental. Otherwise also those files are copied that previously did not exist in the
destination directory. This mode is similar to the Comparison of timestamps mode (see above).
The bit remains unchanged unless the option "Reset the archive bit" has been selected.

@ Reset the archive bit: if this option is selected, the archive bit will be reset by the program on
successful backup. On all Windows systems the user needs appropriate administration rights to do
this. After backing up, you can use Windows Explorer to check whether the backup was successful for
a particular file: on Windows 7, either refer to the Attributes column (if selected for display) or right-click
the file, then select "Properties" and the "General" tab on which the file attributes are displayed. When
an application changes a file, this bit is set again.

@ Full (new): Delete the destination directory and copy all files from source. Clear all archive bits.

@ Differential: Delete the destination directory and copy only those files that have the archive bit set. The
archive bits of copied files will not be changed.

@ |ncremental: Delete the destination directory and copy only those files that have the archive bit set. The
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archive bits of copied files will be reset.
Important notes:

The Full, Differential and Incremental modes are only available with backups into single files. The destination
directory will always be deleted before backup. So they must be used in combination, for example as follows:

1. On the first day, make a full backup to directory A.
2. On subsequent days, make a differential or incremental backup to directories B, C, etc.
3. To restore your data:

1. Full + differential: restore the last differential backup (e.g. E) and the last full backup (A).
2. Full + incremental: restore all incremental backups (e.g. E, D, C and B) in reverse order and the last
full backup (A).

Already-restored files must not be overwritten during this.

Restoring data from such an alternating schedule becomes very simple with the additional program PbRestore.
Using this tool, you can automatically restore the latest version of each file relative to a given date.

To prevent loss of data when using the incremental or differential mode, the destination directory will be deleted
only if the most recent backup did not occur on the same day.

Using the Automatic backup function of the program, you can use preconfigured scheduled backups. To perform
such a backup using Windows task scheduler, you will have to create several backup tasks which differ in mode
(e.g. Full and Differential) and destination directories. Let these tasks run at the desired times (e.g. Full on Monday,
Differential on other days - more information).

The "normal user” might prefer the Update mode to be sure that all current versions of all files will be backed up
and are retained in the destination directory. Old files no longer existing at the origin will not be deleted from the
destination unless the option synchronize is selected.

Settings for file comparison Settings for file comparison *

Compare mode: Select which criteria Compare mode

shall be used to decide whether a file is @ Backup only files with newer tmestamps
to be backed up or not. Usually (default
setting), the timestamps (last write (_) Backup all files with differing timestamps
time) of the files are to be compared.
For special cases you can select

different criteria. The following settings () Backup all files with differing sizes, ignore timsteamps

() Backup all files with differing timestamps or differing sizes

are possible:
@ Backup only files with newer Timestamp comparison
timestamps: All files having a Time cormparison tolerance in s:
newer timestamp than the one at - = Ignore 1 hour winter /summer time
P b I:lu:.IiFFEﬂeru:E

the destination will be backed up
(default). Only older files will be
overwritten. Timestamps of source W oK X cancel
files lying in the future will be
changed to the time of the copy. This is necessary because otherwise such files would not be saved after
any changes until the (incorrect) future date.

@ Backup all files with differing timestamps: All files with differing timestamps at source and destination will
be backed up. Both older and newer files will be overwritten at the destination. Timestamps of source files
lying in the future will not be changed.

@ Backup all files with differing timestamps or differing sizes: All files with differing timestamps at source
and destination will be backed up (see above). On files with identical timestamps, the program will
additionally check if the file size has been changed. If so, also these files will be backed up.

@ Backup all files with differing sizes, ignore timestamps: All files having a differing size at source and
destination will be backed up. The timestamp will not be checked.

Size comparison: The two options mentioned above using a size comparison are only available on backups via
FTP if neither compression nor encryption is enabled. However, backups to a local or network directory can use
these options also in combination with compression and encryption.

Timestamp comparison: Comparing the timestamps of files is problematic when using different file systems (e.g.
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FAT32 and NTFS) at source and destination. The timestamps have the following characteristics:

@ With NTFS: 64-bit value with 100 ns resolution
@ With FAT32: 16-bit value with 2 s resolution
@ Wwith Samba/Unix: 32-bit value with 1 s resolution

To be system-independent, a default tolerance of 2 s on time comparison is used by the program. If necessary this

tolerance can be adjusted by the user.

A further problem is that FAT systems use local time whereas the other systems use UTC, hence when backing
up from an NTFS patrtition to a FAT32 patrtition, there will be time shifts after changing from normal to daylight
saving time. On the first backup after a time change, all files would be copied even if they have not been modified
because the local time would be one hour in front, which simulates a change. As a workaround, you can allow a

difference of one hour plus tolerance.

Backup into zip archives

Directories to be backed up  Task settings

Backup method

() Separate files (®) Zip archive(s)

(®) all files into one zip archive

() Separated by root directary

() Separated by drive and subdirectory
() Separated by subdirectory

Backup mode
Archive bit:
——
Full (new) Use
Reset

Use Yolume Shadow Copy service

Miscellaneous
Copy creation time
Copy alternate data streams
Copy document summary

Copy file permissions

All files into one zip archive

Other options

File processing

Compress files

Mo compression for these types:

Leg: Long

=4

7z docx  Izh ods  png
ace  aif mp3 odt pptx
arc gz mpd  oip rar
arj jpeg mpg ots wlsn
bzZ  jpg odg  ott 7ip
cab lha odp  pdf  zipx

Mame of zip file:

|Test-%date %fo-Teminute %

Manimum size: |unlimited

[ ]Encrypt files

LIze fived password

[ ] verify copied filles

Delete empty directories at destination

[ ] Delete source files after badkup

In the root directory of the destination drive, a single zip file (e.g. called Files.zip) will be created containing
all files to be backed up retaining their original directory structure.

Separated by root directory

For each directory selected for backup, a separate zip file is created. Within this zip file, the original
directory structure will be preserved. The archive name is derived from the last subdirectory. If a whole drive
is specified, the Drive identifier will be used instead. A placeholder for date and/or time can be added by

clicking the button .

Examples:
Source

Zip fil
directory b e
E:\Data\Dirl Dirl.zip
E:\Data\Dir2 Dir2.zip
K:\ DrvK.zip

Separated by drive and subdirectory
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At the destination, a subdirectory is created for each drive from which files are to be backed up: DrvC, DrvD,
DrvE, etc. (see Separate directories for drives above). Below these, the original directory structure is
preserved. A zip file (e.g. called Files.zip) is created in each of these subdirectories containing all files to be
backed up from the particular directory.

Separated by subdirectory
As above, but without subdirectories to separate different source drives.

In all cases, a maximum size can be specified (e.g. 250 MB). This will cause the zip archives created during
backup to be split into several files of the given size. You can select one of the predefined sizes or enter any other
size value (at least 64 KiB) manually, eg. 500 MB. The unit suffixes used must follow the recommendations of the
IEEE (see here)

Note: Bear in mind that zip files will always be created anew at the start of each backup operation. An already-
existing zip file with the same name will be overwritten. There is no comparison of timestamps in this mode (see
above under Update).

If the directories to be backed up reside on different drives, of the above methods only the following are
allowed: Single files + Separate directories for drives or Zip files + Separated by drive and subdirectory. The
other methods can produce ambiguous results, so if you wish to use these, you should configure separate backup
tasks for each drive.

Placeholders for zip file names

The name of a zip file Insert placeholder x Insert placeholder 4

may contain . : Placeholder for Placeholder for
placeholders which will
be replaced with current ®Date (c.g. 2010-12-09) (O Time (000000 .. 235959)
values on backing up. O Year and week (e.g. 2003-53) (OHour (00 .. 23)
To insert these, click the | () Shortday of the week (e.g. Man,Tue) () Minute (00 .. 59)
) button: {_) Long day of the week (2.g. Monday) (@) Alternating days: =
@ oydate% - Date in () Number of day of week (Monday = 1) () Alternating weeks:
the format "yyyy- (O Day of year (001.. 365) () Alternating months:
mm-dd” (e.g. 2010- | (T week of year (01.. 53) () alternating versions:
° 3}02);2:/)% Vear () Day of month (01.. 31) () Uzer name
. (_)week of month (1.. &) (") Computer name
and week in the
format "yyyy-ww" () Month of year (01.. 12) () Volume name of source
(e.g. 2009-53) () Mame of month (e.q. January) () Other
@ %dow% - Short (O Year (e.g. 2010)
day of week in the | () Other ' oK X cancel
format "Mon, Tue,
Wed, Thu, Fri, Sat,
Sun” v’ oK x Cancel
@ 9%ldow% - Long
day of week in the format "Monday, Tuesday, etc."
@ 9%dnw% - Number of day of week (Monday = 1, ..., Sunday = 7)
@ 9%day% - Day of year in the format "ddd" (e.g. 1 = January 1)
@ 9%week% - Week of the year in the format "ww" (i.e. 01 .. 53)
@ 9%dom% - Day of month in the format "dd" (i.e. 01 .. 31)
@ 9%wom% - Week of month in the format "w" (i.e. 1 .. 6)
@ 9%month% - Month of year in the format "mm" (i.e. 01 .. 12)
@ %Imonth% - Name of month in the format "January, February, etc."
@ 9%year% - Year in the format "yyyy" (e.g. 2010)
@ Other - Will switch to the secondary list at right
@ 9%time% - Time of day in the format "hhmmss" (e.g. 215325)
@ 9%hour% - Hour in the format "hh" (e.g. 17)
@ 9%minute% - Minute in the format "mm" (e.g. 43)
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@ 9%d#n% - n (= 2..366) Alternating days: inserts the number of the day of the year modulo the specified
number n (e.g. %d#2% is replaced by 1 on odd days of the year, by 2 on even days)

@ %w#n% - n (= 2..53) Alternating weeks: inserts the number of the week of the year modulo the specified
number n (e.g. %w#4% is replaced by 1 in the weeks 1,5,9,.. of the year, by 2 in the weeks 2,6,10,.., by 3 in
the weeks 3,7,11,.. and 4 in the weeks 4,8,12,..)

@ %m#n% - n (= 2..9) Alternating months: inserts the number of the month of the year modulo the specified

number n (e.g. Yom#3% is replaced by 1 in the months 1,4,7,10, by 2 in the months 2,5,8,11 and by 3 in the

months 3,6,9,12)

%Vv#n% - n (= 2..99) Alternating versions: inserts the number of the backup modulo the specified number n

(on each completed backup the number will be increased by one - e.g. %v#3% will be replaced by 1 on 1st,

4th,7th, by 2 on 2nd, 5th, 8th and by 3 on 3rd, 6th, 9th backup)

@ %username% - Name of the logged-on user

@ 9computername% - Name of the computer

@ %volume% - Volume name of source (only available if all source directories are on the same drive)

@ Other - Will switch to the primary list at left

Using the archive bit for backups into zip files

As with single files (see here) you can also use the archive bit to decide if a file has to be backed up. If the
checkbox Use archive bit is selected, only files having the archive bit set will be added to the zip file. Optional, the
archive bit will be reset thereafter if the appropriate checkbox is selected.

Compressing files [7] Compress files _
To save space by default, compression with the zip algorithm is used as 7ip L
by the program for backing up into single files. File created by using Mo compression for these types:

this method are compatible with all standard archive programs (e.g. 7z lha  pdf

WinZip and 7-zip) and can also be opened with Windows Explorer. :E:E l;';3 E;%(

Alternatively compression can be done into gz files. arj mp4  rar

Many file formats (such as pdf, docx and jpg) are themselves bz2  mpg  xisx

. ) cab  od il
compressed. Compressing these files further saves no noteworthy docx Ddg ziEx

disk space. Select which file types you do not want to be compressed  |[gif ods

: az odt
in this task by clicking the button. The default settings can be ].E'pz:g EE
specified in the dialog called from Preferences  Copy ...inthe main  |jpg ot

menu.
Differences between backing up as zip or gz files:

@ zip files: Files of types not to be compressed are packed as zip files without compressing again. That means
that just the zip header and trailer are added to the original file.
@ gz files: Files of types not to be compressed are copied 1:1.

If necessary (e.g. if you want to have a 1:1 copy of your data) the compression can be disabled completely by
deselecting the check box Compress files.

Encrypting files [l Encrypt files

All files may be encrypted using the Advanced Encryption Standard Use fixed password p
(AES) method, the algorithms of which are known to be very secure

(more information). You can use it on single files using a proprietary file format or on zip files with a WinZip-
compatible file format.

It is possible to specify a fixed password for the encryption. This will

be stored as an encrypted string in the task file. For even higher

security, you should not use this option but enter the password each

time manually when starting the backup.

If using zip files as destination, the encryption depth is adjustable,
otherwise it will be determined automatically:

@ Automatically: The encryption depth is dependent on the pass
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MName of zip file:
Test-%date% | 2

Maximum size: |unlimiteu:| e |

AES encryption depth:
(®) Automatic (128 bit () 256 bit

Encrypt filenames
word length:
° ) Encrypt files
password < 16 characters — 128 bit ﬁ
Use fixed password

password = 16 characters — 256 bit

@ 128 bit: Fixed encryption depth of 128 bit
@ 256 bit: Fixed encryption depth of 256 bit

Encryption of filenames

On backing up to zip archives, also filenames and directory names can optionally be encrypted. This will prevent
an unauthorized person from deducing information about the contents either from the directory structure or the
filenames after opening an archive.

Important note: Such an archive is not fully compatible with the WinZip format. It can still be opened with
programs like WinZip or 7zip, but the original directory structure will not be displayed. Instead, all files and
directories are marked with a sequential hex number. On backup, the real name will be encrypted and stored in an
extra field within the local file header. To unpack this, the internal restore function or the add-on program
PbRestore is required to recover the original directory structure. Single files can also be unpacked by applying the
password using a program like WinZip or 7zip, but in this case the filename will not be recognizable.

Note: The setting of the encryption depth and the file format for uncompressed and gz-compressed files was
changed in version 5.8.5. But restoring of files created by older versions will still be possible.

Using Volume Shadow copies

Since Windows XP it has been possible to create Volume Shadow copies enabling the user to backup on the fly
also files that are locked by the system or an application.

Personal Backup supports this method optionally on backups since version 5.7. To benefit from this, the following
conditions must be met:

@ The program must be started as administrator. It is not sufficient to be logged on with an account having
administrative rights. Even in this case the program must be started using the option Run as administrator.
This is being caused by the protection of the Windows user access control.

The local drive from which files shall be backed up is formatted in NTFS.

All directories to be backed up in one task are located on the same drive.

The operating system is Windows 7 or newer.

The installed version of Personal Backup must match to the system (i.e. the 32 bit version on a 32 bit system
or the 64 bit version on a 64 bit system)

Only if all these conditions are fulfilled, this option will be enabled and can be used for the backup.

Optionally (see preferences) during the creation of the Volume Shadow Copy a log can be written into the file
PbVss.log which is located in the same directory as the ini file containing the program settings.

In addition, the Backup Components Document Contents will always be saved in XML format to the destination
directory (refer to the information provided by Microsoft about VSS).

Note: The internal restore function of the program does not at present support this procedure. To restore system
files, you need to boot e.g. from a CD with Windows PE to ensure that the installed system is not running.

Miscellaneous settings

Copy creation time

With the NTFS file system, each file has three timestamps for the date & time: Created, Modified and Accessed. By
default, on backing up, the program always copies the date & time Modified. Checking the Select creation time
option will also copy the date & time Created.
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Copy alternate data streams

The NTFS file system has the capability to link additional data to a file, so called alternate data streams. These
streams are hidden from the user in the Windows system. You will need a special utility program, such as Streams
from the Sysinternals package by Microsoft to examine alternate data streams.

After checking this option, any such alternate data streams will be backed up with each file.

Notes: This option is only available if both source and destination use the NTFS file system and when backing up
into uncompressed single files. This option is not available under Windows XP.

Copy document summary

After right-clicking any file in Windows Explorer, under Properties you will find the Details tab. The information
displayed depends from the particular file type. With Word documents, all global information for the document
stored with the file are displayed and with JPEG images EXIF data is shown.

With NTFS file systems, there is another possibility for storing information in the file environment (document
summary). This data is not part of the document and is not normally copied.

To include this, you can select the option Copy document summary. This option is, however, only available if the
source and the destination uses the NTFS file system and when backing up into uncompressed and unencrypted
single files. The FAT32 file system, often used on external drives or USB sticks, does not support this feature.
The user should check for himself whether this copy option is required. Normally it is not necessary either for MS
Office documents or for JPEG images because all detail information is stored in the files itself. At the moment, no
applications using this NTFS feature are known to the author.

Copy file permissions

In NTFS file systems and network shares, an access control list (ACL) that specifies the permissions for each user
is associated with each file and directory. To view and change these permissions, right-click the object, select
Properties from the menu and the Security tab.

If this option is set, the permissions associated with each file and directory will also be copied during backup if both
source and destination support this.

Verify copied files
Check this option if you want the program to check the copied file for integrity. Depending on the backup mode,
one of the following methods is used:

@ Single files (copied or compressed): comparison of the CRC32 checksums of the source and destination
files

@ Zip archives: comparison of the zip checksums

@ Encrypted files: decrypt the copied file and check for integrity

Important note: If this option is enabled, copying of files will be slowed down considerably. The Windows caching
will be disabled by the program in this case to ensure that the file is stored completely on the destination data
medium before the verification will take place.

Generally it is not necessary to use this option because the security measures applied by the system are quite
enough.

Delete empty directories at destination
After backup, the destination will be checked for empty directories. If this option box is checked (default), they will
be deleted.

Delete source files after backup

This option will delete source files after a successful backup (Verify copied files is switched on by default). You
will need this option only in exceptional cases: since the source files are deleted, be very careful before choosing
it!

J. Rathlev, 24222 Schwentinental, Germany, August 2020
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Other backup options

Click the Other options tab to configure the advanced settings for your backup task:

@ Synchronize destination and source folders

@ Send mail after backup

@ Use security copies

@ Execute external programs before and/or after backup
@ Miscellaneous options

Description for task

Log file

Processing of filenames
Junction points

Copy settings

Timeout on copying files
Copy priority and speed
Timestamp file

Skip directories

Scan directories and Power options
Removable media

| Directories to be backed up | Task settings | Other options |

Log: Long

Synchronize backup directory Security backup of old file versions

Before backup (@ After backup During

LJse Recyde Bin

Mail settings External programs

[Dﬂ: '] ["] During badkup Bl Settings

synchronization Bl settings

d mail after ["] Before badkup
o =3 Edit .
Eies [ after badkup ’ a’ 2ol ]

Miscellaneous

Task description ) .
Task security Settings for backup log:

Loq file Mode: Options:
Loq settings ) off

Filename processing

Skip directories
Scan directories

Power options ’
Removable media " Apply changes

Showe warnings in short

Junction points ™) Shart log

Copy settings ) 1 Print automatically after
Copy time out (@ Long backuo

Copy priority _

Transfer speed () Verbose [ | Error summary
Timestamp file

Synchronizing the backup directory
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Synchronize backup directory

COnly selected files -

Before backup @) After badkup

| Use Recyde Bin

If one of the Synchronize options is selected (only available in Update mode), source and destination (including
all subdirectories) are compared and all files and directories that do not exist (or no longer exist) at the source will
be deleted from the backup directory. This ensures that you will have an identical copy of the source at the backup
destination.

Synchronizing will not work with zip files at the destination, nor with the option One directory without full path if
more than one source directory is selected for backing up.

Off
No files will be deleted from the destination directory or directories.

All files
All files that no longer exist at the source will be deleted from the destination. Any folders and files excluded
from the backup will be also deleted.

Selected files, retain other
Only the files and directories that were selected for backup (see selection of subdirectories, files and
types) will be synchronized. All files which are not from this selection will remain untouched.

Selected files, delete other
Only the files and directories that were selected for backup (see selection of subdirectories, files and
types) will be synchronized. All files which are not from this selection will be deleted (irrespective of their
existence at source).

The synchronization can be done alternatively before or after backing up the files. The second option is
recommended because in this case the synchronization will not be started if the backup was canceled.

Important note: Bear in mind that if synchronizing is selected, all files deleted from the source in error by the user
will also be removed from the destination on next backing up. To avoid this, you can select one of the following
options:

@ Use Recycle Bin: During synchronization files will not be irrecoverably deleted but moved to the Windows
Recycle Bin so that you can recover them if needed. This option is only available if the destination is on a
local fixed drive. Notice that this function is only available for files with paths not longer than 260 characters.

@ Security backup on synchronization: All files missing from the source will not be deleted from the
destination but renamed to <name>.sync.<ext> or moved to a subdirectory instead. So they can be restored
if desired. This option is available also with backups on removable drives (USB), network drives and backups
via FTP.

Mail delivery after backup

Mail settings
Send mail after -
backup =1 Edit

For monitoring the backup process on a remote computer, the administrator can arrange for a report to be sent by
mail. The backup log can be attached (optionally as a zip file). If errors occurred during backup, the mail priority will
be set to high (normal otherwise).

Required
settings:
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E-Mail configuration >

Backup task: test-mail

SMTP zerver: Fort: Sender: Reply-to address:

|sm14:n.testseruer.de o | |25 | |I'~"Iein Computer o | |ban:kup @firma.de o |

User name: Password; Recipients:

|Benu12er v||iliiiilliiii | meier @firma.de +
1

Use secure connection
(Mo (®TLS, ifavalable (Ts  (JssL

Attach log file The tagged redpients will receive a mail only in
() Never ) Only on errors case of errors
(®) Always [ ]Pack as zip file Subject:
|“;-’ucnmputername‘:-’u Zotasknamet - Yestatusth ?
Other Attachments:
E:\PersBackup'b 1. tet ok Send mail after action

E: Backup'p2. tut
PersBackup'p () Never () Orilly on errors

— (®) As spedfied in list of recipients

ﬁT&st V’ QK x Cancel

SMTP server: URL of the SMTP server

Port: Port number of the SMTP server (default: 25)

Username: Name of the user account on the SMTP server (if required)
Password: Password for this account

Use secure connection: You can select whether the mail is to be delivered using a secure connection
(TLS/SSL):

@ No: Logon and mail data will be transferred in plain text

@ TLS, if available: Before logon, a STARTTLS will be sent. If the server supports secure connections,
this will then be used. If not, data will be transferred in the normal way (method: Explicit TLS).

@ TLS: Before logon, a STARTTLS will be sent. If the server supports secure connections, this will then
be used. If not, the connection will fail (method: Explicit TLS).

@ SSL: A secure connection will be used on Port 465. If the server does not support this mode, then
connection will fail (method: Implicit TLS).

@ Sender: Mail address of the sender or any other text (in this case, a reply-to address is required).

@ Reply-To address: Address for replying to the mail (this field can be left empty if a valid mail address is
given for Sender)

@ Recipients: The field contains a list of the addresses of all persons who are to receive the report. An
address may contain the placeholder %username% which will be replaced by the name of the logged-on
user on mail delivery.

Use the buttons on the right to add, remove or edit the entries. By checking the boxes to the left of the
addresses, you can determine that the recipient concerned (e.g. an administrator) will be notified only of
errors during the action performed.

@ Subject: You can insert a brief text that is to be displayed in the recipient's subject field. Click the button
to insert placeholders into the text (see screenshot):

@ optaskname% - Name of the backup task

@ opusername% - Name of the logged-on user

@ 9%computername% - Name of the computer on which
Personal Backup is installed

@ opstart% - Date and time when the backup started

@ %end% - Date and time when the backup ended
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Insert placeholder X

Placeholder for Backup task

@ Task name

() User name

(") Computer name

() Start time of action

@ osduration% - Duration of backup in () End time of action
hours:minutes:seconds

@ opstatus% - Status of backup (number of files copied,
number of errors, etc.)

(") Duration of action

") Status of action

If nothing is specified in this field, the subject will be set to [  OK l ’ X canc